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An Act to amend thelaw relating to privacy, and
for related purposes

[Assented to 21 December 2000]
The Parliament of Australia enacts:

1 Short title

This Act may be cited as the Privacy Amendment (Private Sector)
Act 2000.

2 Commencement

(1) Subject to this section, this Act commences on the later of the
following days (or either of them if they are the same):
(a) thefirst day after the end of the period of 12 months
beginning on the day on which this Act receives the Royal
Assent;
(b) 1 July 2001.

(2) Schedule 3 commences on the day on which this Act receives the
Royal Assent.

3 Objects

The main objects of this Act are:

(a) to establish a single comprehensive national scheme
providing, through codes adopted by private sector
organisations and National Privacy Principles, for the
appropriate collection, holding, use, correction, disclosure
and transfer of personal information by those organisations;
and

(b) todo soinaway that:

(i) meetsinternational concerns and Australia’'s
international obligations relating to privacy; and
(ii) recognisesindividuals' interestsin protecting their
privacy; and
(iif) recognises important human rights and social interests
that compete with privacy, including the general
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desirability of afree flow of information (through the
media and otherwise) and the right of businessto
achieve its objectives efficiently.

4 Schedule(s)

Subject to section 2, each Act that is specified in a Schedule to this
Act isamended or repealed as set out in the applicable itemsin the
Schedule concerned, and any other item in a Schedule to this Act
has effect according to itsterms.
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Schedule 1 Amendment of the Privacy Act 1988

Schedule 1—Amendment of the Privacy Act
1988

1 Section 3

Omit “interferences with the privacy of persons’, substitute “the
collection, holding, use, correction, disclosure or transfer of personal
information”.

2 At the end of section 3
Add:

Note: Such alaw can have effect for the purposes of the provisions of the
National Privacy Principles that regulate the handling of personal
information by organisations by reference to the effect of other laws.

3 At the end of Part |
Add:

5B Extra-territorial operation of Act

Application to overseas acts and practices of organisations

(1) ThisAct (except Divisions 4 and 5 of Part 111 and Part I11A) and
approved privacy codes extend to an act done, or practice engaged
in, outside Australia and the external Territories by an organisation
if:

(a) theact or practice relates to personal information about an
Australian citizen or a person whose continued presence in
Australiais not subject to alimitation as to time imposed by
law; and

(b) the requirements of subsection (2) or (3) are met.

Note: The act or practice overseas will not breach a National Privacy
Principle or approved privacy code or be an interference with the

privacy of an individual if the act or practiceisrequired by an
applicable foreign law. See sections 6A, 6B and 13A.

Organisational link with Australia

(2) The organisation must be:
() an Austrdian citizen; or
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Amendment of the Privacy Act 1988 Schedule 1

(b) aperson whose continued presence in Australiais not subject
to alimitation as to time imposed by law; or

(c) apartnership formed in Australia or an external Territory; or
(d) atrust created in Australia or an external Territory; or

(e) abody corporate incorporated in Australia or an external
Territory; or

(f) an unincorporated association that has its central
management and control in Australia or an external Territory.

Other link with Australia

(3) All of the following conditions must be met:
(a) the organisation is not described in subsection (2);

(b) the organisation carries on businessin Australiaor an
external Territory;

(c) the personal information was collected or held by the
organisation in Australia or an external Territory, either
before or at the time of the act or practice.

Power to deal with complaints about overseas acts and practices

(4) PartV of this Act has extra-territorial operation so far asthat Part
relates to complaints and investigation concerning acts and
practices to which this Act extends because of subsection (1).

Note: This lets the Commissioner take action overseasto investigate
complaints and lets the ancillary provisions of Part VV operate in that
context.

4 Subsection 6(1)
Insert:

annual turnover of a business has the meaning given by
section 6DA.
5 Subsection 6(1)
Insert:

approved privacy code means:

(@) aprivacy code approved by the Commissioner under
section 18BB; or
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Schedule 1 Amendment of the Privacy Act 1988

(b) aprivacy code approved by the Commissioner under
section 18BB with variations approved by the Commissioner
under section 18BD.

6 Subsection 6(1)
Insert:

breach an approved privacy code has the meaning given by
section 6B.

7 Subsection 6(1)
Insert:

breach an Information Privacy Principle has a meaning affected by
subsection 6(2).

8 Subsection 6(1)
Insert:

breach a National Privacy Principle has the meaning given by
section 6A.

9 Subsection 6(1)
Insert:

code complaint means a complaint about an act or practice that, if
established, would be an interference with the privacy of the
complainant because it breached an approved privacy code.

10 Subsection 6(1)
Insert:

Commonwealth contract means a contract, to which the
Commonwealth or an agency is or was a party, under which
services are to be, or were to be, provided to an agency.

Note: See also subsection (9) about provision of services to an agency.

11 Subsection 6(1)
Insert:

contracted service provider, for a government contract, means:
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Amendment of the Privacy Act 1988 Schedule 1

(@) an organisation that is or was a party to the government
contract and that is or was responsible for the provision of
services to an agency or a State or Territory authority under
the government contract; or

(b) asubcontractor for the government contract.

12 Subsection 6(1)
Insert:

employee record, in relation to an employee, means arecord of
personal information relating to the employment of the employee.
Examples of personal information relating to the employment of
the employee are health information about the employee and
personal information about all or any of the following:

() the engagement, training, disciplining or resignation of the
employee;

(b) the termination of the employment of the employee;

(c) theterms and conditions of employment of the employee;

(d) the employee’s personal and emergency contact details;

(e) the employee’s performance or conduct;

(f) the employee' s hours of employment;

(9) the employee' s salary or wages,

(h) the employee' s membership of a professional or trade
association;

(i) the employee strade union membership;

(1) the employee srecreation, long service, sick, personal,
maternity, paternity or other leave;

(k) the employee's taxation, banking or superannuation affairs.

13 Subsection 6(1)
Insert:

enforcement body means:
(a) the Australian Federal Police; or
(b) the National Crime Authority; or
(c) the Australian Customs Service; or
(d) the Australian Prudential Regulation Authority; or
(e) the Australian Securities and Investments Commission; or
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Schedule 1 Amendment of the Privacy Act 1988

(f) another agency, to the extent that it is responsible for
administering, or performing a function under, alaw that
imposes a penalty or sanction or a prescribed law; or

(g) another agency, to the extent that it is responsible for
administering a law relating to the protection of the public
revenue; or

(h) apoliceforce or service of a State or a Territory; or
(i) the New South Wales Crime Commission; or

()) the Independent Commission Against Corruption of New
South Wales; or

(k) the Police Integrity Commission of New South Wales; or
() the Criminal Justice Commission of Queensland; or

(m) another prescribed authority or body that is established under
alaw of a State or Territory to conduct criminal
investigations or inquiries; or

(n) aStateor Territory authority, to the extent that it is
responsible for administering, or performing a function
under, alaw that imposes a penalty or sanction or a
prescribed law; or

(o) aStateor Territory authority, to the extent that it is
responsible for administering alaw relating to the protection
of the public revenue.

14 Subsection 6(1) (definition of generally available
publication)

After “other publication”, insert “ (however published)”.

15 Subsection 6(1)
Insert:

government contract means a Commonwealth contract or a State
contract.

16 Subsection 6(1)
Insert:

health information means:
(a) information or an opinion about:
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Amendment of the Privacy Act 1988 Schedule 1

(i) the hedlth or adisability (at any time) of an individual;
or
(ii) anindividual’'s expressed wishes about the future
provision of health servicesto him or her; or
(iif) ahealth service provided, or to be provided, to an
individual;
that is also personal information; or
(b) other personal information collected to provide, or in
providing, a health service; or

(c) other personal information about an individual collected in
connection with the donation, or intended donation, by the
individual of his or her body parts, organs or body
substances.

17 Subsection 6(1)
Insert:

health service means:

(@) an activity performed in relation to an individual that is
intended or claimed (expressly or otherwise) by the
individual or the person performing it:

(i) to assess, record, maintain or improve the individual’s
health; or
(i) to diagnosetheindividual’sillness or disability; or
(iii) to treat theindividual’sillness or disability or suspected
illness or disahility; or

(b) the dispensing on prescription of adrug or medicinal

preparation by a pharmacist.

19 Subsection 6(1)
Insert:

media organisation means an organisation whose activities consist
of or include the collection, preparation for dissemination or
dissemination of the following material for the purpose of making
it available to the public:
(&) material having the character of news, current affairs,
information or a documentary;
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Schedule 1 Amendment of the Privacy Act 1988

(b) material consisting of commentary or opinion on, or analysis
of, news, current affairs, information or a documentary.

20 Subsection 6(1)
Insert:

National Privacy Principle means a clause of Schedule 3. A
referencein this Act to aNational Privacy Principle by number isa
reference to the clause of Schedule 3 with that number.

21 Subsection 6(1)
Insert:

NPP complaint means a complaint about an act or practice that, if
established, would be an interference with the privacy of the
complainant because it breached a National Privacy Principle.

22 Subsection 6(1)
Insert:

organisation has the meaning given by section 6C.

22A Subsection 6(1)
Insert:

principal executive, of an agency, has a meaning affected by
section 37.

23 Subsection 6(1)
Insert:

privacy code means awritten code regulating acts and practices
that affect privacy.

24 Subsection 6(1) (at the end of paragraphs (a), (d), (e) and
(f) of the definition of record)

Add “or”.

25 Subsection 6(1) (after paragraph (f) of the definition of
record)

Insert:
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Amendment of the Privacy Act 1988 Schedule 1

(fa) records (as defined in the Archives Act 1983) in the custody
of the Archives (as defined in that Act) in relation to which
the Archives has entered into arrangements with a person
other than a Commonwealth institution (as defined in that
Act) providing for the extent to which the Archives or other
persons are to have access to the records; or

26 Subsection 6(1)
Insert:

registered political party means apolitical party registered under
Part XI of the Commonwealth Electoral Act 1918.

27 Subsection 6(1)
Insert:

sensitive information means:
(a) information or an opinion about an individua’s:
(i) racial or ethnic origin; or
(ii) political opinions; or
(iif) membership of a political association; or
(iv) religious beliefs or affiliations; or
(v) philosophical beliefs; or
(vi) membership of a professional or trade association; or
(vii) membership of atrade union; or
(viii) sexual preferences or practices; or
(ix) criminal record;
that is also personal information; or
(b) health information about an individual.

28 Subsection 6(1)
Insert:
small business has the meaning given by section 6D.
29 Subsection 6(1)
Insert:

small business operator has the meaning given by section 6D.
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Schedule 1 Amendment of the Privacy Act 1988

30 Subsection 6(1)
Insert:

State contract means a contract, to which a State or Territory or
State or Territory authority is or was a party, under which services
are to be, or were to be, provided to a State or Territory authority.

Note: See also subsection (9) about provision of servicesto a State or
Territory authority.

31 Subsection 6(1)
Insert:

State or Territory authority has the meaning given by section 6C.

32 Subsection 6(1)
Insert:

subcontractor, for a government contract, means an organisation:
(a) that isor was aparty to a contract (the subcontract):

(i) with acontracted service provider for the government
contract (within the meaning of paragraph (a) of the
definition of contracted service provider); or

(if) with a subcontractor for the government contract (under
aprevious application of this definition); and
(b) that isor was responsible under the subcontract for the
provision of servicesto an agency or a State or Territory
authority, or to a contracted service provider for the
government contract, for the purposes (whether direct or
indirect) of the government contract.

33 Subsection 6(1)
Insert:

temporary public interest determination means a determination
made under section 80A.

34 At the end of subsection 6(7)
Add:
; or (c) being both a file number complaint and a code complaint; or
(d) being both afile number complaint and an NPP complaint; or
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Amendment of the Privacy Act 1988 Schedule 1

(e) being both a code complaint and a credit reporting complaint;
or

(f) being both an NPP complaint and a credit reporting
complaint.

35 Subsection 6(8)
Repeal the subsection, substitute:

(8) For the purposes of this Act, the question whether bodies corporate
are related to each other is determined in the manner in which that
guestion is determined under the Corporations Law.

(9) To avoid doubt, for the purposes of this Act, services provided to
an agency or a State or Territory authority include services that
consist of the provision of servicesto other personsin connection
with the performance of the functions of the agency or State or
Territory authority.

36 After section 6
Insert:

6A Breach of a National Privacy Principle

Breach if contrary to, or inconsistent with, Principle

(1) For the purposes of this Act, an act or practice breaches a National
Privacy Principleif, and only if, it is contrary to, or inconsistent
with, that National Privacy Principle.

No breach—contracted service provider

(2) Anact or practice does not breach a National Privacy Principleif:
(a) theact isdone, or the practice is engaged in:

(i) by an organisation that is a contracted service provider
for a Commonwealth contract (whether or not the
organisation is a party to the contract); and

(ii) for the purposes of meeting (directly or indirectly) an
obligation under the contract; and
(b) theact or practice is authorised by a provision of the contract
that isinconsistent with the Principle.
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Schedule 1 Amendment of the Privacy Act 1988

No breach—disclosure to the Archives

(3) Anact or practice does not breach aNational Privacy Principleif
the act or practice involves the disclosure by an organisation of
personal information in arecord (as defined in the Archives Act
1983) solely for the purposes of enabling the Archives (as defined
in that Act) to decide whether to accept, or to arrange, custody of
the record.

No breach—act or practice outside Australia

(4) Anact or practice does not breach aNationa Privacy Principle if:

(a) the act isdone, or the practice is engaged in, outside
Australia and the external Territories; and

(b) theact or practiceisrequired by an applicable law of a
foreign country.

Effect despite subsection (1)
(5) Subsections (2), (3) and (4) have effect despite subsection (1).

6B Breach of an approved privacy code

Breach if contrary to, or inconsistent with, code

(1) For the purposes of this Act, an act or practice breaches an
approved privacy code if, and only if, it is contrary to, or
inconsistent with, the code.

No breach—contracted service provider

(2) Anact or practice does not breach an approved privacy code if:
(a) theact isdone, or the practice is engaged in:

(i) by an organisation that is a contracted service provider
for a Commonwealth contract (whether or not the
organisation is a party to the contract); and

(ii) for the purposes of meeting (directly or indirectly) an
obligation under the contract; and
(b) theact or practice is authorised by a provision of the contract
that isinconsistent with the code.

14 Privacy Amendment (Private Sector) Act 2000  No. 155, 2000



Amendment of the Privacy Act 1988 Schedule 1

®3)

(4)

©®)

No breach—disclosure to the Archives

An act or practice does not breach an approved privacy code if the
act or practice involves the disclosure by an organisation of
personal information in arecord (as defined in the Archives Act
1983) solely for the purposes of enabling the Archives (as defined
in that Act) to decide whether to accept, or to arrange, custody of
the record.

No breach—act or practice outside Australia

An act or practice does not breach an approved privacy code if:

(a) theact isdone, or the practice is engaged in, outside
Australia and the external Territories; and

(b) theact or practiceisrequired by an applicable law of a
foreign country.

Effect despite subsection (1)
Subsections (2), (3) and (4) have effect despite subsection (1).

6C Organisations

(1)

What is an organisation?
InthisAct:

organisation means:
(a) anindividual; or
(b) abody corporate; or
(c) apartnership; or
(d) any other unincorporated association; or
(e) atrust;
that is not asmall business operator, aregistered political party, an

agency, a State or Territory authority or a prescribed
instrumentality of a State or Territory.

Note: Regulations may prescribe an instrumentality by reference to one or
more classes of instrumentality. See subsection 46(2) of the Acts
Interpretation Act 1901.

Example: Regulations may prescribe an instrumentality of a State or Territory
that is an incorporated company, society or association and therefore
not a State or Territory authority.
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Schedule 1 Amendment of the Privacy Act 1988

)

©)

Legal person treated as different organisations in different
capacities

A legal person can have a number of different capacitiesin which
the person does things. In each of those capacities, the personis
taken to be adifferent organisation.

Example: In addition to his or her personal capacity, an individual may be the
trustee of one or more trusts. In his or her personal capacity, he or she
is one organisation. As trustee of each trust, he or sheis adifferent
organisation.

What is a State or Territory authority?
InthisAct:

State or Territory authority means:
() aStateor Territory Minister; or
(b) aDepartment of State of a State or Territory; or
(c) abody (whether incorporated or not), or atribunal,
established or appointed for a public purpose by or under a
law of a State or Territory, other than:
(i) anincorporated company, society or association; or
(ii) an association of employers or employeesthat is
registered or recognised under alaw of a State or
Territory dealing with the resolution of industrial
disputes; or
(d) abody established or appointed, otherwise than by or under a
law of a State or Territory, by:
(i) aGovernor of a State; or
(ii) the Australian Capital Territory Executive; or
(iii) the Administrator of the Northern Territory; or
(iv) the Administrator of Norfolk Island; or
(v) aStateor Territory Minister; or
(vi) aperson holding an executive office mentioned in
section 12 of the Norfolk IsSland Act 1979; or

(e) aperson holding or performing the duties of an office
established by or under, or an appointment made under, a law
of a State or Territory, other than the office of head of a State
or Territory Department (however described); or
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Amendment of the Privacy Act 1988 Schedule 1

(f) aperson holding or performing the duties of an appointment
made, otherwise than under alaw of a State or Territory, by:

(i) aGovernor of a State; or
(ii) the Australian Capital Territory Executive; or
(iii) the Administrator of the Northern Territory; or
(iv) the Administrator of Norfolk Island; or
(v) aStateor Territory Minister; or
(vi) aperson holding an executive office mentioned in
section 12 of the Norfolk Island Act 1979; or
(g) aStateor Territory court.

Making regulations to stop instrumentalities being organisations

(4) Before the Governor-General makes regulations prescribing an
instrumentality of a State or Territory for the purposes of the
definition of organisation in subsection (1), the Minister must:

(a) be satisfied that the State or Territory has requested that the
instrumentality be prescribed for those purposes; and
(b) consider:

(i) whether treating the instrumentality as an organisation
for the purposes of this Act adversely affects the
government of the State or Territory; and

(if) thedesirability of regulating under this Act the
collection, holding, use, correction, disclosure and
transfer of personal information by the instrumentality;
and

(iif) whether the law of the State or Territory regul ates the
collection, holding, use, correction, disclosure and
transfer of personal information by the instrumentality
to astandard that is at least equivalent to the standard
that would otherwise apply to the instrumentality under
this Act; and

(c) consult the Commissioner about the matters mentioned in
subparagraphs (b)(ii) and (iii).

Sate does not include Territory

(5) Inthissection:
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State does not include the Australian Capital Territory or the
Northern Territory (despite subsection 6(1)).

6D Small business and small business operators

What is a small business?

(1) A businessisasmall business at atime (thetest time) in a
financial year (the current year) if itsannual turnover for the
previous financial year is $3,000,000 or less.

Test for new business

(2) However, if there was no time in the previous financial year when
the business was carried on, the business is a small business at the
test time only if its annual turnover for the current year is
$3,000,000 or less.

What is a small business operator?

(3) A small business operator isan individual, body corporate,
partnership, unincorporated association or trust that:

() carrieson one or more small businesses; and
(b) doesnot carry on abusiness that is not a small business.

Entities that are not small business operators

(4) However, an individual, body corporate, partnership,
unincorporated association or trust is not a small business operator
if he, sheor it:

() carries on abusiness that has had an annual turnover of more
than $3,000,000 for afinancial year that has ended after the
later of the following:

(i) thetime he, sheor it started to carry on the business;
(if) the commencement of this section; or

(b) provides a health service to another individual and holds any
health information except in an employee record; or

(c) discloses personal information about another individua to
anyone else for a benefit, service or advantage; or

(d) provides abenefit, service or advantage to collect personal
information about another individual from anyone else; or
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()

(6)

(7)

(8)

(e) isacontracted service provider for a Commonwealth contract
(whether or not a party to the contract).

Private affairs of small business operatorswho are individuals

Subsection (4) does not prevent an individual from being a small
business operator merely because he or she does something
described in paragraph (4)(b), (c) or (d):
(a) otherwise than in the course of abusiness he or she carries
on; and
(b) only for the purposes of, or in connection with, his or her
personal, family or household affairs.

Non-business affairs of other small business operators

Subsection (4) does not prevent a body corporate, partnership,
unincorporated association or trust from being a small business
operator merely because it does something described in
paragraph (4)(b), (c) or (d) otherwise than in the course of a
businessit carries on.

Disclosure compelled or made with consent

Paragraph (4)(c) does not prevent an individual, body corporate,
partnership, unincorporated association or trust from being a small
business operator only because he, she or it discloses personal
information about another individual:

(@) with the consent of the other individual; or
(b) asrequired or authorised by or under legislation.

Collection with consent or under legislation

Paragraph (4)(d) does not prevent an individual, body corporate,
partnership, unincorporated association or trust from being a small
business operator only because he, she or it:

(a) coallects personal information about another individual from
someone else:

(i) with the consent of the other individual; or
(ii) asrequired or authorised by or under legislation; and
(b) provides abenefit, service or advantage to be allowed to
collect the information.
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Related bodies corporate

(9) Despite subsection (3), abody corporate is not a small business
operator if itisrelated to abody corporate that carries on a
business that is not a small business.

6DA What isthe annual turnover of a business?

What isthe annual turnover of a business for a financial year?

(1) Theannual turnover of abusinessfor afinancia year is the total
of the following that is earned in the year in the course of the
business:

(a) the proceeds of sales of goods and/or services;

(b) commission income;

(c) repair and service income;

(d) rent, leasing and hiring income;

(e) government bounties and subsidies;

(f) interest, royalties and dividends;

(g) other operating income.

Note: The annual turnover for afinancial year of abusiness carried on by an

entity that does not carry on another business will often be similar to
the total of the instalment income the entity notifies to the

Commissioner of Taxation for the 4 quartersin the year (or for the
year, if the entity paystax in annual instalments).

(2) However, if abusiness has been carried on for only part of a
financial year, itsannual turnover for the financial year isthe
amount worked out using the formula:

Amount that would be the Number of daysin the
annual turnover of the business whole financial year

under subsection (1) if the part ™ Nymber of daysin the part
were awhole financia year

6E Small business operator treated as organisation

Regulations treating a small business operator as an organisation

(1) ThisAct applies, with the prescribed modifications (if any), in
relation to asmall business operator prescribed for the purposes of
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)

©)

(4)

this subsection asif the small business operator were an
organisation.
Notel:  Theregulations may prescribe different modifications of the Act for

different small business operators. See subsection 33(3A) of the Acts
Interpretation Act 1901.

Note 2: Regulations may prescribe a small business operator by referenceto
one or more classes of small business operator. See subsection 46(2)
of the Acts Interpretation Act 1901.

Regulations treating a small business operator as an organisation
for particular acts or practices

This Act also applies, with the prescribed modifications (if any), in
relation to the prescribed acts or practices of asmall business
operator prescribed for the purposes of this subsection asif the
small business operator were an organisation.

Notel:  Theregulations may prescribe different modifications of the Act for

different acts, practices or small business operators. See subsection
33(3A) of the Acts Interpretation Act 1901.

Note 2: Regulations may prescribe an act, practice or small business operator
by reference to one or more classes of acts, practices or small business
operators. See subsection 46(2) of the Acts Interpretation Act 1901.

What are modifications?
In this section:

modifications includes additions, omissions and substitutions.

Making regulations

Before the Governor-General makes regulations prescribing a
small business operator, act or practice for the purposes of
subsection (1) or (2), the Minister must:

(a) besatisfied that it is desirable in the public interest to
regulate under this Act the small business operator, act or
practice; and

(b) consult the Commissioner about the desirability of regulating
under this Act the matters described in paragraph (a).
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6EA Small business operators choosing to betreated as
organisations

(1) ThisAct (except section 16D) appliesin relation to a small
business operator asif the operator were an organisation while a
choice by the operator to be treated as an organisation is registered
under this section.

(2) A small business operator may make a choice in writing given to
the Commissioner to be treated as an organisation.
Note: A small business operator may revoke such a choice by writing given

to the Commissioner. See subsection 33(3) of the Acts Interpretation
Act 1901.

(3) If the Commissioner is satisfied that a small business operator has
made the choice to be treated as an organisation, the Commissioner
must enter in aregister of operators who have made such a choice:

(a) the name or names under which the operator carries on
business; and

(b) the operator’s ABN, if the operator has one under the A New
Tax System (Australian Business Number) Act 1999.

(4) If asmall business operator revokes a choice to be treated as an
organisation, the Commissioner must remove from the register the
material relating to the operator.

(5) The Commissioner may decide the form of the register and how it
isto be kept.

(6) The Commissioner must make the register available to the public
in the way that the Commissioner determines. However, the
Commissioner must not make available to the public in the register
information other than that described in subsection (3).

6F Stateinstrumentalities etc. treated as or ganisations

Regulations treating a State instrumentality etc. as an organisation

(1) ThisAct applies, with the prescribed modifications (if any), in
relation to a prescribed State or Territory authority or a prescribed
instrumentality of a State or Territory (except an instrumentality
that is an organisation because of section 6C) asif the authority or
instrumentality were an organisation.
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Notel:  Theregulations may prescribe different modifications of the Act for
different authorities or instrumentalities. See subsection 33(3A) of the
Acts Interpretation Act 1901.

Note 2: Regulations may prescribe an authority or instrumentality by reference
to one or more classes of authority or instrumentality. See subsection
46(2) of the Acts Interpretation Act 1901.

What are modifications?
(2) Inthissection:

modifications includes additions, omissions and substitutions.

Making regulations to treat instrumentality etc. as organisation

(3) Before the Governor-General makes regulations prescribing a State
or Territory authority or instrumentality of a State or Territory for
the purposes of subsection (1), the Minister must:

(a) besatisfied that the relevant State or Territory has requested
that the authority or instrumentality be prescribed for those
purposes; and

(b) consult the Commissioner about the desirability of regulating
under this Act the collection, holding, use, correction,
disclosure and transfer of personal information by the
authority or instrumentality.

37 Application

Under subsection 6A(2) or 6B(2) of the Privacy Act 1988 (as amended
by this Schedule), a Commonwealth contract may prevent an act or
practice from being a breach of a National Privacy Principle or an
approved privacy code (as appropriate) regardiess of whether the
contract was made before or after the commencement of that
subsection.

38 At the end of paragraph 7(1)(ed)
Add “or”.
Note:  The heading to section 7 is altered by inserting “, organisations’ after “agencies’.

39 After paragraph 7(1)(ed)
Insert:
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(ee) an act done, or a practice engaged in, by an organisation,
other than an exempt act or exempt practice (see sections 7B
and 7C);

40 Subsection 7(2)

After “Information Privacy Principles’, insert “, the National Privacy
Principles, an approved privacy code’.

41 Subsection 7(4)
Omit“, (m) and (n)”, substitute “and (m)”.

42 After section 7
Insert:

7A Actsof certain agenciestreated as acts of organisation

(1) ThisAct applies, with the prescribed modifications (if any), in
relation to an act or practice described in subsection (2) or (3) asif:
(a) theact or practice were an act done, or practice engaged in,
by an organisation; and
(b) the agency mentioned in that subsection were the
organisation.

(2) Subsection (1) appliesto acts done, and practices engaged in, by a
prescribed agency. Regulations for this purpose may prescribe an
agency only if it is specified in Part | of Schedule 2 to the Freedom
of Information Act 1982.

(3) Subsection (1) aso appliesto acts and practices that:
(a) are done or engaged in by an agency specified in Division 1
of Part Il of Schedule 2 to the Freedom of Information Act
1982 in relation to documents in respect of its commercial
activities or the commercial activities of another entity; and

(b) relateto those commercial activities.

(4) Thissection has effect despite subparagraph 7(1)(a)(i), paragraph
7(1)(c) and subsection 7(2).

(5) Inthissection:

modifications includes additions, omissions and substitutions.
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7B Exempt acts and exempt practices of organisations

(1)

)

©)

Individual s in non-business capacity

An act done, or practice engaged in, by an organisation that is an
individual is exempt for the purposes of paragraph 7(1)(ee) if the
act isdone, or the practice is engaged in, other than in the course of
abusiness carried on by the individual.

Note: See also section 16E which provides that the National Privacy

Principles do not apply for the purposes of, or in connection with, an
individual’ s personal, family or household affairs.

Organisation acting under Commonwealth contract

An act done, or practice engaged in, by an organisation is exempt
for the purposes of paragraph 7(1)(ee) if:

(a) the organisation isacontracted service provider for a
Commonwealth contract (whether or not the organisation isa
party to the contract); and

(b) the organisation would be a small business operator if it were
not a contracted service provider for a Commonwealth
contract; and

(c) theact isdone, or the practice is engaged in, otherwise than
for the purposes of meeting (directly or indirectly) an
obligation under a Commonwealth contract for which the
organisation is the contracted service provider.

Note: This puts the organisation in the same position as a small business
operator asfar asits activities that are not for the purposes of a
Commonwealth contract are concerned, so the organisation need not

comply with the National Privacy Principles or a binding approved
privacy codein relation to those activities.

Employee records

An act done, or practice engaged in, by an organisation that is or
was an employer of an individual, is exempt for the purposes of
paragraph 7(1)(ee) if the act or practiceis directly related to:
(&) acurrent or former employment relationship between the
employer and the individual; and
(b) an employee record held by the organisation and relating to
the individual.
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Journalism

(4) Anact done, or practice engaged in, by amedia organisation is
exempt for the purposes of paragraph 7(1)(ee) if the act isdone, or
the practiceis engaged in:

(a) by the organisation in the course of journalism; and
(b) at atime when the organisation is publicly committed to
observe standards that:

(i) deal with privacy in the context of the activities of a
media organisation (whether or not the standards also
deal with other matters); and

(if) have been published in writing by the organisation or a
person or body representing a class of media
organisations.

Organisation acting under Sate contract

(5) Anact done, or practice engaged in, by an organisation is exempt
for the purposes of paragraph 7(1)(ee) if:

(a) the organisation is acontracted service provider for a State
contract (whether or not the organisation is a party to the
contract); and

(b) theact isdone, or the practice is engaged in for the purposes
of meeting (directly or indirectly) an obligation under the
contract.

7C Poalitical acts and practices are exempt

Members of a Parliament etc.

(1) Anact done, or practice engaged in, by an organisation (the
political representative) consisting of a member of a Parliament, or
acouncillor (however described) of alocal government authority,
is exempt for the purposes of paragraph 7(1)(ee) if the act is done,
or the practice is engaged in, for any purpose in connection with:

(a) an election under an electora law; or

(b) areferendum under alaw of the Commonwealth or alaw of a
State or Territory; or

(c) the participation by the political representative in another
aspect of the political process.
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)

©)

(4)

Contractors for political representatives etc.

An act done, or practice engaged in, by an organisation (the
contractor) is exempt for the purposes of paragraph 7(1)(ee) if the
act is done or the practice is engaged in:

(a) for the purposes of meeting an obligation under a contract
between the contractor and a registered political party or a
political representative described in subsection (1); and

(b) for any purposein connection with one or more of the
following:

(i) an election under an electora law;
(if) areferendum under alaw of the Commonwealth or a
law of a State or Territory;

(iii) the participation in another aspect of the political
process by the registered political party or political
representative;

(iv) facilitating acts or practices of the registered political
party or political representative for a purpose mentioned
in subparagraph (i), (ii) or (iii) of this paragraph.

Subcontractors for organisations covered by subsection (1) etc.

An act done, or practice engaged in, by an organisation (the
subcontractor) is exempt for the purposes of paragraph 7(1)(ee) if
the act is done or the practice is engaged in:

() for the purposes of meeting an obligation under a contract
between the subcontractor and a contractor described in
subsection (2); and

(b) for apurpose described in paragraph (2)(b).

Volunteers for registered political parties

An act done voluntarily, or practice engaged in voluntarily, by an
organisation for or on behalf of aregistered political party and with
the authority of the party is exempt for the purposes of paragraph
7(1)(ee) if the act is done or the practice is engaged in for any
purpose in connection with one or more of the following:

(a) an election under an electoral law;

(b) areferendum under alaw of the Commonwealth or alaw of a
State or Territory;

Privacy Amendment (Private Sector) Act 2000  No. 155, 2000 27



Schedule 1 Amendment of the Privacy Act 1988

)

(6)

(c) the participation in another aspect of the political process by
the registered political party;

(d) facilitating acts or practices of the registered political party
for a purpose mentioned in paragraph (a), (b) or (c).

Effect of subsection (4) on other operation of Act

Subsection (4) does not otherwise affect the operation of the Act in
relation to agents or principals.

Meaning of electoral law and Parliament
In this section:

electoral law means alaw of the Commonwealth, or alaw of a
State or Territory, relating to elections to a Parliament or to alocal
government authority.

Parliament means:
(@) the Parliament of the Commonwealth; or
(b) aState Parliament; or
(c) thelegidature of a Territory.

Note: To avoid doubt, this section does not make exempt for the purposes of
paragraph 7(1)(ee) an act or practice of the political representative,
contractor, subcontractor or volunteer for aregistered palitical party
involving the use or disclosure (by way of sale or otherwise) of
personal information in away not covered by subsection (1), (2), (3)
or (4) (as appropriate). The rest of this Act operates normally in
relation to that act or practice.

43 Paragraph 8(1)(a)
After “an agency,”, insert “organisation,”.

Note:  The heading to section 8 is altered by inserting “, organisation” after “agency”.

44 Paragraph 8(1)(a)
After “the agency,”, insert “organisation,”.

45 Paragraph 8(1)(b)
After “an agency”, insert “or organisation”.

46 Paragraph 8(1)(b)
After “the agency”, insert “or organisation”.
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47 At the end of section 8
Add:

(3) For the purposes of the application of thisAct in relation to an
organisation that is a partnership:
(a) an act done or practice engaged in by a partner istaken to
have been done or engaged in by the organisation; and
(b) acommunication (including a complaint, notice, request or
disclosure of information) made to a partner is taken to have
been made to the organisation.

(4) For the purposes of the application of this Act in relation to an
organisation that is an unincorporated association:

(a) an act done or practice engaged in by a member of the
committee of management of the association is taken to have
been done or engaged in by the organisation; and

(b) acommunication (including a complaint, notice, request or
disclosure of information) made to a member of the
committee of management of the association is taken to have
been made to the organisation.

(5) For the purposes of the application of thisAct in relation to an
organisation that is a trust:

(a) an act done or practice engaged in by atrusteeistaken to
have been done or engaged in by the organisation; and

(b) acommunication (including a complaint, notice or request or
disclosure of information) made to atrustee is taken to have
been made to the organisation.

48 At the end of Part Il
Add:

12B Severability: additional effect of Act in relation to organisations

(1) Without limiting its effect apart from each of the following
subsections of this section, this Act also has effect in relation to
organisations as provided by that subsection.

(2) ThisAct also hasthe effect it would have if its operation in relation
to organisations were expressly confined to an operation to give
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effect to the International Covenant on Civil and Poalitical Rights,

and in particular Article 17 of the Covenant.

Note: Thetext of the International Covenant on Civil and Political Rightsis
set out in Australian Treaty Series 1980 No. 23. In 2000, this was
availablein the Australian Treaties Library of the Department of

Foreign Affairs and Trade, accessible on the Internet through that
Department’ s world-wide web site.

(3) ThisAct also hasthe effect it would have if its operation in relation
to organisations were expressly confined to acts or practices
covered by subsection 5B(1) (which deals with acts and practices
outside Australia and the external Territories by organisations).

(4) ThisAct also hasthe effect it would have if its operation in relation
to organisations were expressly confined to organisations that are
corporations.

(5) ThisAct also hasthe effect it would have if its operation in relation
to organisations were expressly confined to acts or practices of
organisations taking place in the course of, or in relation to, trade
or commerce:

(a) between Australiaand places outside Australia; or
(b) among the States; or

(c) withinaTerritory, between a State and a Territory or
between 2 Territories.

(6) ThisAct also hasthe effect it would have if its operation in relation
to organisations were expressly confined to acts or practices of
organisations taking place using a postal, telegraphic, telephonic or
other like service within the meaning of paragraph 51(v) of the
Constitution.

(7) ThisAct also hasthe effect it would have if its operation in relation
to organisations were expressly confined to acts or practices of
organisations taking placein a Territory.

(8) ThisAct also hasthe effect it would have if its operation in relation
to organisations were expressly confined to acts or practices of
organisations taking place in a place acquired by the
Commonwealth for public purposes.

49 Before section 13
Insert:
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Division 1—Interferences with privacy

50 Section 13
Omit “, and only if,”.

51 Paragraphs 13(b) and (d)
After “an agency”, insert “, organisation”.

52 After section 13
Insert:

13A Interferenceswith privacy by organisations

General rule

(1) For the purposes of this Act, an act or practice of an organisation is
an interference with the privacy of an individual if:

(a) the act or practice breaches an approved privacy code that
binds the organisation in relation to personal information that
relates to the individual; or

(b) both of the following apply:

(i) theact or practice breaches a National Privacy Principle
in relation to personal information that relates to the
individual;

(ii) the organisation is not bound by an approved privacy
code in relation to the personal information; or

(c) all of thefollowing apply:

(i) theact or practice relates to personal information that
relates to the individudl;

(ii) the organisation is a contracted service provider for a
Commonwealth contract (whether or not the
organisation is a party to the contract);

(iii) because of aprovision of the contract that is
inconsistent with an approved privacy code or a
National Privacy Principle that appliesto the
organisation in relation to the personal information, the
act or practice does not breach the code or Principle (see
subsections 6A (2) and 6B(2));
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(iv) theact isdone, or the practiceisengagedin,ina
manner contrary to, or inconsistent with, that provision;
or

(d) theact or practice involves the organisation in a
contravention of section 16F (which limits direct marketing
using information collected under a Commonwealth contract)
involving personal information that relates to the individual .

Note: Sections 13B, 13C and 13D contain exceptions to thisrule.

Rule applies even if other rules also apply

(2) It does not matter whether the organisation is also a credit
reporting agency, a credit provider or afile number recipient.

13B Related bodies cor porate

Acts or practices that are not interferences with privacy

(1) Despite paragraphs 13A(1)(a) and (b), each of the following acts or
practices of an organisation that is a body corporate is not an
interference with the privacy of an individual:

(a) the collection of personal information (other than sensitive
information) about the individual by the body corporate from
arelated body corporate;

(b) thedisclosure of personal information (other than sensitive
information) about the individual by the body corporateto a
related body corporate.

Note: Subsection (1) lets related bodies corporate share personal
information. However, in using or holding the information, they must
comply with the National Privacy Principles or a binding approved
privacy code. For example, thereis an interference with privacy if:

€) abody corporate uses persona information it has collected from
arelated body corporate; and

(b) the use breaches National Privacy Principle 2 (noting that the
collecting body’ s primary purpose of collection will be taken to
be the same as that of the related body) or a corresponding
provision in a binding approved privacy code.

(1A) However, paragraph (1)(a) does not apply to the collection by a
body corporate of personal information (other than sensitive
information) from:

(a) arelated body corporate that is not an organisation; or
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(b) arelated body corporate whose disclosure of the information
to the body corporate is an exempt act or exempt practice for
the purposes of paragraph 7(1)(ee); or

(c) arelated body corporate whose disclosure of the information
to the body corporate is not an interference with privacy
because of section 13D.

Note: The effect of subsection (1A) isthat a body corporate’ s failureto
comply with the National Privacy Principles, or abinding approved
privacy code, in collecting personal information about an individual

from arelated body corporate covered by that subsectionisan
interference with the privacy of theindividual.

Relationship with paragraphs 13A(1)(c) and (d)

(2) Subsection (1) does not prevent an act or practice of an
organisation from being an interference with the privacy of an
individual under paragraph 13A(1)(c) or (d).

13C Changein partnership because of changein partners

Acts or practices that are not interferences with privacy

Q) If:
(@) an organisation (the new partnership) that is a partnership
forms at the same time as, or immediately after, the
dissolution of another partnership (the old partnership); and

(b) at least one person who was a partner in the old partnership is
apartner in the new partnership; and

(c) the new partnership carries on abusinessthat is the same as,
or similar to, a business carried on by the old partnership; and
(d) the new partnership holds, immediately after its formation,
personal information about an individual that the old
partnership held immediately before its dissolution;
neither the disclosure (if any) by the old partnership, nor the
collection (if any) by the new partnership, of the information that
was necessary for the new partnership to hold the information
immediately after its formation constitutes an interference with the
privacy of the individual.
Note: Subsection (1) lets personal information be passed on from an old to a
new partnership. However, in using or holding the information, they

must comply with the National Privacy Principles or abinding
approved privacy code. For example, the new partnership’s use of
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personal information collected from the old partnership may constitute
an interference with privacy if it breaches National Privacy Principle 2
or acorresponding provision in a binding approved privacy code.

Effect despite section 13A
(2) Subsection (1) has effect despite section 13A.

13D Overseasact required by foreign law

Acts or practices that are not interferences with privacy

(1) Anact or practice of an organisation done or engaged in outside
Australiaand an externa Territory isnot an interference with the
privacy of anindividual if the act or practice isrequired by an
applicable law of aforeign country.

Effect despite section 13A
(2) Subsection (1) has effect despite section 13A.

13E Effect on section 13 of sections 13B, 13C and 13D

Sections 13B, 13C and 13D do not prevent an act or practice of an
organisation from being an interference with the privacy of an
individual under section 13.

13F Act or practice not covered by section 13 or section 13A isnot
an interference with privacy

An act or practice that is not covered by section 13 or section 13A
isnot an interference with the privacy of an individual.

Division 2—Information Privacy Principles

53 Application

An act or practice of an organisation may be an interference with the
privacy of anindividual under paragraph 13A(1)(c) of the Privacy Act
1988 whether the contract mentioned in that paragraph was made before
or after the commencement of section 13A of that Act.

54 After section 16
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Insert:

Division 3—Approved privacy codes and the National
Privacy Principles

16A Organisationsto comply with approved privacy codes or
National Privacy Principles

(1) Anorganisation must not do an act, or engage in a practice, that
breaches an approved privacy code that binds the organisation.

(2) Totheextent (if any) that an organisation is not bound by an
approved privacy code, the organisation must not do an act, or
engage in a practice, that breaches a National Privacy Principle.

(3) Thissection, approved privacy codes and the National Privacy
Principles have effect in addition to sections 18 and 18A and
Part I11A, and do not derogate from them.

(4) To avoid doubt, an act done, or practice engaged in, by an
organisation without breaching an approved privacy code or the
National Privacy Principlesis not authorised by law (or by this
Act) for the purposes of Part 111A merely because it does not
breach the code or the Principles.

Note: If an act or practice is otherwise authorised by law, exceptionsto the
prohibitions in the National Privacy Principles and Part [11A may

mean that the act or practice does not breach the Principles or certain
provisions of that Part.

16B Personal information in records

(1) ThisAct (except Divisons4 and 5 of Part 111 and Part [11A)
appliesto the collection of personal information by an organisation
only if theinformation is collected for inclusion in arecord or a
generally available publication.

(2) ThisAct (except Divisions4 and 5 of Part 111 and Part [11A)
applies to personal information that has been collected by an
organisation only if the information is held by the organisation in a
record.
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16C Application of National Privacy Principles

(D

(1A)

)

©)

(4)

National Privacy Principles 1, 3 (so far asit relates to collection of
personal information) and 10 apply only in relation to the
collection of personal information after the commencement of this
section.

National Privacy Principle 2 applies only in relation to personal
information collected after the commencement of this section.

National Privacy Principles 3 (so far asit relates to personal
information used or disclosed), 4, 5, 7 and 9 apply in relation to
personal information held by an organisation regardless of whether
the organisation holds the personal information as aresult of
collection occurring before or after the commencement of this
section.

National Privacy Principle 6 appliesin relation to personal
information collected after the commencement of this section. That
Principle also applies to persona information collected by an
organisation before that commencement and used or disclosed by
the organisation after that commencement, except to the extent that
compliance by the organisation with the Principlein relation to the
information would:

(@) place an unreasonable administrative burden on the
organisation; or
(b) cause the organisation unreasonable expense.

National Privacy Principle 8 applies only to transactions entered
into after the commencement of this section.

16D Delayed application of National Privacy Principlesto small

(D

)

business

This section deals with the application of the National Privacy
Principles to an organisation that carries on one or more small
busi nesses throughout the delayed application period for the
organisation. This section has effect despite section 16C.

National Privacy Principles 1, 3 (so far asit relates to collection of
personal information) and 10 apply only in relation to the
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collection of personal information by the organisation after the
delayed application period.

(3) National Privacy Principles 3 (so far asit relates to personal
information used or disclosed), 4, 5, 7 and 9 apply in relation to the
organisation only after the delayed application period. Those
Principles then apply in relation to personal information held by
the organisation as aresult of collection occurring before, during or
after that period.

(4) National Privacy Principles 2 and 6 apply only in relation to
personal information collected by the organisation after the delayed
application period.

(5) National Privacy Principle 8 applies only to transactions entered
into with the organisation after the delayed application period.

(6) Inthissection:

delayed application period, for an organisation, means the period:
(a) starting at the later of the following times:
(i) the start of the day when this section commences,
(ii) when the organisation became an organisation; and
(b) ending at the earlier of the following times:

(i) immediately before the first anniversary of the day
when this section commences;

(ii) when the organisation carries on either abusinessthat is
not asmall business or a business that involves the
provision of health services.

16E Personal, family or household affairs

Nothing in the National Privacy Principles applies to:

(a) the collection, holding, use, disclosure or transfer of personal
information by an individua; or

(b) personal information held by an individual;

only for the purposes of, or in connection with, his or her personal,
family or household affairs.
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16F Information under Commonwealth contract not to be used for
direct marketing

(1) Thissection limits the use and disclosure of personal information
collected:

(a) for the purpose of meeting (directly or indirectly) an
obligation under a Commonwealth contract; and

(b) by an organisation that is a contracted service provider for
the contract.

Note: An organisation may be a contracted service provider for a
Commonwealth contract whether or not the organisation is a party to
the contract.

(2) Anorganisation that is a contracted service provider for the
contract must not use or disclose the personal information for
direct marketing, unless the use or disclosure is necessary to meet
(directly or indirectly) an obligation under the contract.

(3) Subsection (2) has effect despite:
(a) an approved privacy code (if any) binding the organisation in
relation to the personal information; and
(b) the National Privacy Principles.

Division 4—Tax file number information

55 After section 18
Insert:

Division 5—Credit information

56 After paragraph 18A(3)(a)

Insert:
(aa) the National Privacy Principles and the provisions of
Part I11AA; and

57 Application

The amendment of section 18A of the Privacy Act 1988 by this
Schedule applies to the preparation of the Code of Conduct for issue
after the commencement of the amendment.
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58 After Part Il
Insert:

Part Il AA—Privacy codes

18BA Application for approval of privacy code

An organisation may apply in writing to the Commissioner for
approval of aprivacy code.

18BB Commissioner may approve privacy code

(1) Before deciding whether to approve a privacy code, the
Commissioner may consult any person the Commissioner
considers appropriate.

(2) The Commissioner may approve a privacy codeif, and only if, the
Commissioner is satisfied:
(a) that the code incorporates al the National Privacy Principles
or sets out obligations that, overall, are at |east the equivalent
of al the obligations set out in those Principles; and

(b) that the code specifies the organisations bound by the code or
away of determining the organisations that are, or will be,
bound by the code; and

(c) that only organisations that consent to be bound by the code
are, or will be, bound by the code; and

(d) that the code sets out a procedure by which an organisation
may cease to be bound by the code and when the cessation
takes effect; and

(e) of the matters mentioned in subsection (3), if the code sets
out procedures for making and dealing with complaintsin
relation to acts or practices of an organisation bound by the
code that may be an interference with the privacy of an
individual; and

(f) that members of the public have been given an adequate
opportunity to comment on a draft of the code.

(3) If the code sets out procedures for making and dealing with
complaints, the Commissioner must be satisfied that:

(a) the procedures meet:
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(i) the prescribed standards; and
(if) the Commissioner’s guidelines (if any) in relation to
making and dealing with complaints; and
(b) the code provides for the appointment of an independent
adjudicator to whom complaints may be made; and

(c) the code provides that, in performing his or her functions,
and exercising his or her powers, under the code, an
adjudicator for the code must have due regard to the matters
that paragraph 29(a) requires the Commissioner to have due
regard to; and

(d) the determinations, findings, declarations, orders and
directions that the adjudicator may make under the code after
investigating a complaint are the same as those that the
Commissioner may make under section 52 after investigating
acomplaint under this Act; and

(e) the code obliges an organisation bound by the code not to
repeat or continue conduct of the organisation declared by
the adjudicator (after investigating a complaint) to constitute
an interference with the privacy of the complainant; and

(f) the code obliges an organisation bound by the code to
perform an act or course of conduct that the adjudicator has
declared (after investigating a complaint) that the
organisation should perform to redress loss or damage
suffered by the complainant; and

(g) the code requires organisations bound by the codeto
co-operate with the adjudicator when the adjudicator is
performing functions or exercising powers under the code;
and

(h) the code requires areport (in aform satisfactory to the
Commissioner) to be prepared as soon as practicable after
30 June each year on the operation of the code during the
financial year that ended on that 30 June; and

(i) the code requiresthat a copy of each report isto be givento
the Commissioner within atimetable that is satisfactory to
the Commissioner; and

() the code requiresthat a copy of each report isto be made
available to anyone who asksfor it; and
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(k) the code requires the report prepared for each year to include
the number and nature of complaints made to an adjudicator
under the code during the relevant financial year; and

(ka) the code requires the report prepared for each year to include,
for each complaint finally dealt with by an adjudicator under
the code during the relevant financial year, a summary
identifying:

(i) the nature of the complaint; and
(ii) the provisions of the code applied in dealing with the
complaint; and
(iii) the outcome of the dealing;
whether or not the adjudicator made a determination, finding,
declaration, order or direction in dealing with the complaint;
and

() the code identifies an adjudicator for the code or another
person as the person responsible for the requirementsin this
subsection relating to the annual report for the code.

(4) Indeciding whether to approve a privacy code, the Commissioner
may consider the matters specified in guidelinesissued by the
Commissioner (if any).

(5) Anapproval must be in writing.

(6) This section does hot prevent the Commissioner approving a
privacy code if:
(a) the code also sets out:
(i) the period during which it will operate; or
(ii) the circumstancesin which it will expire; and
(b) the Commissioner considers that the period or circumstances
are appropriate.

(7) This section does hot prevent the Commissioner approving a
privacy code if the code is expressed to apply to:

(a) al personal information or a specified type of personal
information; or

(b) aspecified activity or class of activities of an organisation; or

(c) aspecified industry sector and/or profession; or

(d) aspecified class of industry sectors and/or professions.
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18BC When approval takes effect

(1) The approval of aprivacy code takes effect on the day specified in
the approval.

(2) Theday specified must not be before the day on which the
approval isgiven.

18BD Varying an approved privacy code

(1) An organisation may apply in writing to the Commissioner for
approval of avariation of an approved privacy code by giving the
Commissioner a copy of the code that incorporates the variations.

(2) The Commissioner may approve in writing the variation.

(3) Indeciding whether to approve the variation, the Commissioner
must consider all of the matters that the Commissioner would
consider in deciding whether to approve under section 18BB a
privacy code identical to the approved privacy code with the
variation.

(4) However, if the Commissioner thinksthat avariation is minor, he
or she need not be satisfied that members of the public have been
given an adequate opportunity to comment on a draft variation of
the code (as would otherwise be required by paragraph
18BB(2)(f)). Instead, the Commissioner may consult any person he
or she thinks appropriate about the draft variation.

(5) The approval of the variation takes effect on the day specified in
the approval.

(6) The day specified must not be before the day on which the
approval isgiven.

18BE Revoking the approval of an approved privacy code

(1) The Commissioner may revoke his or her approval of an approved
privacy code or avariation of an approved privacy code:

(@) onhisor her owninitiative; or
(b) on application by an organisation that is bound by the code.

42
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(2) Before deciding whether to revoke the approval of acode or
variation, the Commissioner must:

(a) if practicable, consult the organisation that originally sought
approval of the code or variation; and

(b) consult any other person the Commissioner considers
appropriate; and

(c) consider the extent to which members of the public have
been given an opportunity to comment on the proposed
revocation.

(3) A revocation must be in writing.

(4) A revocation comesinto effect on the day specified in the
revocation.

(5) The day specified must not be before the day on which the
revocation is made.

18BF Guidelines about privacy codes

(1) The Commissioner may make:

(a) written guidelines to assist organisations to devel op privacy
codes or to apply approved privacy codes; and

(b) written guidelines relating to making and dealing with
complaints under approved privacy codes; and

(c) written guidelines about matters the Commissioner may
consider in deciding whether to approve a privacy code or a
variation of an approved privacy code.

(1A) Before making guidelines for the purposes of paragraph (1)(b), the
Commissioner must give everyone the Commissioner considers
has area and substantial interest in the matters covered by the
proposed guidelines an opportunity to comment on them.

(2) The Commissioner may publish guidelines made under
subsection (1) in any way the Commissioner considers appropriate.

18BG Register of approved privacy codes
(1) The Commissioner must keep aregister of approved privacy codes.
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(2) The Commissioner may decide the form of the register and how it
isto be kept.

(3) The Commissioner must make the register available to the public
in the way that the Commissioner determines.

(4) The Commissioner may charge feesfor:
() making the register available to the public; or
(b) providing copies of, or extracts from, the register.

18BH Review of operation of approved privacy code

(1) The Commissioner may review the operation of an approved
privacy code.
Note: The review may inform a decision by the Commissioner under
section 18BE to revoke the approved privacy code.

(2) The Commissioner may do one or more of the following for the
purposes of the review:

(a) consider the process under the code for making and dealing
with complaints;

(b) inspect the records of an adjudicator for the code;

(c) consider the outcome of complaints dealt with under the
code;

(d) interview an adjudicator for the code.

18BI Review of adjudicator’sdecision under approved privacy code

(1) A person who is aggrieved by a determination made by an
adjudicator (other than the Commissioner) under an approved
privacy code after investigating a complaint may apply to the
Commissioner for review of the determination.

Note: The review of the adjudicator’s determination will include review of
any finding, declaration, order or direction that isincluded in the
determination.

(2) Divisions 1 and 2 of Part V apply in relation to the complaint
covered by the application asif the complaint had been made to the
Commissioner and subsection 36(1A) did not prevent the
Commissioner from investigating it.

Note: Divisions 1 and 2 of Part V provide for the investigation and
determination of complaints made to the Commissioner.
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(3) The adjudicator’s determination continues to have effect unless and
until the Commissioner makes a determination under Division 2 of
Part V relating to the complaint.

59 After paragraph 27(1)(a)

Insert:

(aa) to approve privacy codes and variations of approved privacy
codes and to revoke those approvals;

(ab) subject to Part V—to investigate an act or practice of an
organisation that may be an interference with the privacy of
an individual because of section 13A and, if the
Commissioner considers it appropriate to do so, to attempt,
by conciliation, to effect a settlement of the matters that gave
rise to the investigation;

(ac) to perform functions, and exercise powers, conferred on an
adjudicator by an approved privacy code under which the
Commissioner has been appointed as an independent
adjudicator to whom complaints may be made;

(ad) to review the operation of approved privacy codes under
section 18BH;

(ae) on application under section 18BI for review of the
determination of an adjudicator (other than the
Commissioner) in relation to a complaint—to deal with the
complaint in accordance with that section;

60 Paragraph 27(1)(b)
After “agency”, insert “or organisation”.

61 At the end of paragraph 27(1)(d)
Add “and of the Nationa Privacy Principles’.

62 Paragraph 27(1)(e)
After “agency”, insert “or an organisation”.

63 After paragraph 27(1)(e)

Insert:

(ea) to prepare, and to publish in the way that the Commissioner
considers appropriate, guidelines:
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(i) to assist organisations to develop privacy codes or to
apply approved privacy codes; or
(ii) relating to making and dealing with complaints under
approved privacy codes; or
(i) about matters the Commissioner may consider in
deciding whether to approve a privacy code or a
variation of an approved privacy code;

64 Paragraph 27(1)(f)

Repeal the paragraph, substitute:
(f) to provide (on request or on the Commissioner’'s own
initiative) advice to a Minister, agency or organisation on any
matter relevant to the operation of this Act;

(fa) to provide advice to an adjudicator for an approved privacy
code on any matter relevant to the operation of this Act or the
code, on request by the adjudicator;

65 Paragraphs 27(1)(n) and (o)
Repeal the paragraphs.

66 At the end of subsection 27(1)

Add:

; (S) to do anything incidental or conducive to the performance of
any of the Commissioner’s other functions.

67 After subsection 27(1)
Insert:
(1A) To avoid doubt, the Commissioner is not subject to Part V in
performing functions, and exercising powers, conferred on an
adjudicator by an approved privacy code under which the

Commissioner has been appointed as an independent adjudicator to
whom complaints may be made.

68 At the end of section 27
Add:

(3) Without limiting subsection (2), the Commissioner may, at the
reguest of an organisation, examine the records of personal
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information maintained by the organisation, for the purpose of
ascertaining whether the records are maintained according to:

(a) an approved privacy code that binds the organisation; or

(b) to the extent (if any) that the organisation is not bound by an
approved privacy code—the National Privacy Principles.

69 Paragraph 29(a)

After “free flow of information”, insert “(through the media and
otherwise)”.

70 Paragraph 29(d)

Repeal the paragraph, substitute:
(d) ensurethat hisor her directions and guidelines are consistent
with whichever of the following (if any) are relevant:

(i) theInformation Privacy Principles;
(if) the National Privacy Principles;
(iii) the Code of Conduct and Part I11A.

71 Atthe end of section 30
Add:

(6) This section does not apply to:

(a) acomplaint made under section 36 in relation to an act or
practice of an organisation; or

(b) acomplaint the Commissioner accepts under subsection
40(1B).

72 Subsection 31(2)
After “agency”, insert “or organisation”.

73 Subsection 36(1)
Omit “An”, substitute “ Subject to subsection (1A), an”.

74 After subsection 36(1)
Insert:
(1A) Subsection (1) does not apply to a complaint by an individual

about an act or practice of an organisation that is bound by an
approved privacy code that:
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() contains a procedure for making and dealing with complaints
to an adjudicator in relation to acts or practices that may be
an interference with the privacy of an individual; and

(b) isrelevant to the act or practice complained of .

(1B) Subsection (1A) does not prevent an individual from making a
complaint under an approved privacy code to the adjudicator for
the code if the adjudicator is the Commissioner.

(1C) Subsection (1A) does not prevent an individual from complaining
under this Part to the Commissioner about an act done, or practice
engaged in, by an organisation purportedly for the purpose of
meeting (directly or indirectly) an obligation under a
Commonwealth contract (whether or not the organisation is a party
to the contract).

Note: Section 40A requires an adjudicator for an approved privacy code to
refer a code complaint to the Commissioner if the complaint is about

an act or practice of a contracted service provider for a
Commonwealth contract.

75 Subsection 36(7)
Repeal the subsection, substitute:
(7) Inthe case of acomplaint about an act or practice of an
organisation, the organisation is the respondent.

Note: Section 70A contains further rules about how this Part operatesin
relation to respondent organisations that are not legal persons.

(8) The respondent to a complaint about an act or practice described in
one of paragraphs 13(b) to (d) (inclusive), other than an act or
practice of an agency or organisation, isthe person who engaged in
the act or practice.

76 Application

Subsection 36(8) of the Privacy Act 1988 as amended by this Schedule
appliesin relation to complaints made after the commencement of this
Schedule.

76A Section 37
Omit “For the purposes of this Part, the”, substitute “The”.

77 Subsection 38(1)
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After “36", insert “or accepted under subsection 40(1B)”.

78 Subsection 38(2)

Omit “under section 36", substitute “made under section 36 or accepted
under subsection 40(1B)".

79 Subsection 40(1)
Omit “The", substitute “ Subject to subsection (1A), the”.

80 After subsection 40(1)
Insert:

(1A) The Commissioner must not investigate a complaint if the
complainant did not complain to the respondent before making the
complaint to the Commissioner under section 36. However, the
Commissioner may decide to investigate the complaint if he or she
considers that it was not appropriate for the complainant to
complain to the respondent.

(1B) The Commissioner must investigate under this Part a complaint
about an act or practice of an organisation that is bound by a
relevant approved privacy code that contains a procedure for
making and dealing with complaintsin relation to acts or practices
that may be an interference with the privacy of an individua if:

() theact or practice occurred after the approval of the code
came into effect; and

(b) the adjudicator for the code refers the complaint to the
Commissioner; and

(c) the Commissioner accepts the complaint; and

(d) the Commissioner consults the complainant before accepting
the complaint.

(2C) If the Commissioner accepts a complaint mentioned in
subsection (1B), the Commissioner must deal with it asif it were a
complaint made under section 36 in relation to an act or practice of
the organisation.

81 At the end of section 40
Add:
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(3) Thissection has effect subject to section 41.

82 After section 40
Insert:

40A Referring complaint about act under Commonwealth contract

(1) Thissection appliesif:
(@) acomplaint is made to an adjudicator for an approved
privacy code; and
(b) the adjudicator forms the view that the complaint is about an
act done or practice engaged in:

(i) by an organisation that is a contracted service provider
for a Commonwealth contract; and

(ii) for the purposes of meeting (directly or indirectly) an
obligation under the contract.

(2) Despite the code, the adjudicator must:

(a) stop investigating the complaint under the code (without
making a determination under the code about the complaint);
and

(b) refer the complaint to the Commissioner under subsection
40(1B) for investigation under this Part.

(8) The Commissioner must accept the complaint under subsection
40(1B).
Note: This means that the Commissioner must investigate the complaint

(subject to section 41) asif the complaint had been made to the
Commissioner under section 36. See subsections 40(1B) and (1C).

83 Subsection 41(1)

After “under section 36", insert “, or which the Commissioner has
accepted under subsection 40(1B),”.

84 Paragraph 41(1)(b)
Repeal the paragraph.

85 Paragraphs 41(1)(e) and (f)
Repeal the paragraphs, substitute:
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(e) theact or practiceisthe subject of an application under
another Commonwealth law, or a State or Territory law, and
the subject-matter of the complaint has been, or is being,
dealt with adequately under that law; or

(f) another Commonwealth law, or a State or Territory law,

provides a more appropriate remedy for the act or practice
that is the subject of the complaint.

86 Subsections 41(2) and 41(3)

After “under section 36", insert “, or accepted by the Commissioner
under subsection 40(1B),”.

87 Subsection 41(4)
Repeal the subsection, substitute:

(4) If an act or practice may be an interference with the privacy of an
individual solely because it may breach:

(@) Information Privacy Principle 7; or

(b) National Privacy Principle 6, to the extent that it deals with
the correction of personal information; or

(c) aprovision of an approved privacy code that corresponds to
National Privacy Principle 6, to the extent that it deals with
the correction of personal information;

the Commissioner must not investigate the act or practice except to
the extent that it is an interference with the privacy of one or more
individuals each of whom is:

(d) an Australian citizen; or
(e) aperson whose continued presence in Australiais not subject
to alimitation asto time imposed by law.
88 Section 42
After “Commissioner” (first occurring), insert “, or the Commissioner
accepts a complaint under subsection 40(1B),”.
89 After subsection 43(1)
Insert:

(1A) Before starting to investigate an act done, or practice engaged in,
by a contracted service provider for the purpose of providing
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(directly or indirectly) a service to an agency under a
Commonwealth contract, the Commissioner must al'so inform the
agency that the act or practice isto be investigated.

Note: See subsection 6(9) about provision of servicesto an agency.

90 Subsection 43(6)
After “agency” (twice occurring), insert “, organisation”.

91 After subsection 43(8)
Insert:

(8A) Subsection (8) does not allow the Commissioner to discuss a
matter relevant to an investigation of a breach of an approved
privacy code or the National Privacy Principles with a Minister,
unless the investigation is of an act done, or practice engaged in:

(@) by acontracted service provider for a Commonwealth
contract; and

(b) for the purpose of providing a service to an agency to meet
(directly or indirectly) an obligation under the contract.

92 Subsection 46(1)

After “acomplaint”, insert “(except an NPP complaint or a code
complaint accepted under subsection 40(1B))”.

93 At the end of section 48
Add:
(2) If the Commissioner decides not to investigate (at all or further) an
act done, or practice engaged in, by a contracted service provider
for the purpose of providing (directly or indirectly) aservice to an

agency under a Commonwealth contract, the Commissioner must
also inform the agency of the decision.

Note: See subsection 6(9) about provision of services to an agency.

94 After section 50
Insert:
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50A Substitution of respondent to complaint

(1) Thissection letsthe Commissioner substitute an agency for an
organisation as respondent to acomplaint if:

(a) the organisation isa contracted service provider for a
Commonwealth contract to provide services to the agency;
and

(b) before the Commissioner makes a determination under
section 52 in relation to the complaint, the organisation:

(i) diesor ceasesto exist; or
(if) becomes bankrupt or insolvent, commences to be
wound up, appliesto take the benefit of alaw for the
relief of bankrupt or insolvent debtors, compounds with

creditors or makes an assignment of any property for the
benefit of creditors.

(2) The Commissioner may amend the complaint to specify asa
respondent to the complaint the agency or its principal executive,
instead of the organisation.

Notel:  Thecomplaint still relates to the act or practice of the organisation.

Note 2: Section 53B lets the Commissioner treat an agency as a respondent to
a determination if the organisation cannot comply with a
determination to pay an amount to a complainant.

(3) Before amending the complaint, the Commissioner must:

(a) givethe agency a notice stating that the Commissioner
proposes to amend the complaint and stating the reasons for
the proposal; and

(b) givethe agency an opportunity to appear before the
Commissioner and to make oral and/or written submissions
relating to the proposed amendment.

(4) If the Commissioner amends the complaint after starting to
investigate it, the Commissioner is taken to have satisfied
subsection 43(1A) in relation to the agency.

95 Subsection 52(3A)
Repeal the subsection, substitute:
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(3A) The Commissioner may include an order mentioned in
subsection (3B) in a determination under subparagraph (1)(b)(i) or
(ii) that concerns a breach of:
(@) Information Privacy Principle 7; or
(b) National Privacy Principle 6, to the extent that it deals with
the correction of personal information; or
(c) aprovision of an approved privacy code that corresponds to
National Privacy Principle 6, to the extent that it deals with
the correction of personal information; or

(d) section 18J.

(3B) A determination may include an order that:

() an agency or respondent make an appropriate correction,
deletion or addition to arecord, or to a credit information file
or credit report, as the case may be; or

(b) an agency or respondent attach to arecord, or includein a
credit information file or credit report, as the case may be, a
statement provided by the complainant of a correction,
deletion or addition sought by the complainant.

96 At the end of Division 2 of Part V
Add:

53A Noticeto be given to outsourcing agency

(1) If the Commissioner makes a determination to which a contracted
service provider for a Commonwealth contract is the respondent,
the Commissioner:

(&) must give acopy of the determination to each agency:
(i) towhich services are or were to be provided under the
contract; and
(ii) to which the Commissioner considers it appropriate to
give acopy; and
(b) may give such an agency awritten recommendation of any
measures that the Commissioner considers appropriate.

(2) The Commissioner may give an agency a recommendation only
after consulting the agency.
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(3) Anagency that receives arecommendation from the Commissioner
must tell the Commissioner in writing of any action the agency
proposes to take in relation to the recommendation. The agency
must do so within 60 days of receiving the recommendation.

53B Substituting respondent to deter mination

(1) Thissection appliesif:

(a) the respondent to a determination under subsection 52(1) isa
contracted service provider for a Commonwealth contract;
and

(b) the determination includes:

(i) adeclaration under subparagraph 52(1)(b)(iii) that the
complainant is entitled to a specified amount by way of
compensation; or

(if) adeclaration under subsection 52(3) that the
complainant is entitled to a specified amount by way of
reimbursement; and

(c) at aparticular time after the determination was made, the
respondent:

(i) diesor ceasesto exist; or

(if) becomes bankrupt or insolvent, commences to be
wound up, appliesto take the benefit of alaw for the
relief of bankrupt or insolvent debtors, compounds with
creditors or makes an assignment of any property for the
benefit of creditors; and

(d) at that time, the complainant had not been paid the whole or
part of an amount referred to in subparagraph (b)(i) or (b)(ii).

(2) The Commissioner may determine in writing that a specified
agency to which services were or were to be provided under the
contract is the respondent to the determination under section 52.
The determination has effect according to its terms for the purposes
of section 60.

Note: This means that the amount owed by the contracted service provider
will be a debt due by the agency to the complainant.

(3) Before making a determination, the Commissioner must give the
agency:
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(@) anotice stating that the Commissioner proposes to make the
determination and stating the reasons for the proposal; and

(b) an opportunity to appear before the Commissioner and to
make oral and/or written submissions relating to the proposed
determination.

97 Division 3 of Part V (heading)
Repeal the heading, substitute:

Division 3—Enforcement

98 After subsection 54(1)
Insert:

(1A) ThisDivision also appliesto a determination made by an
adjudicator for an approved privacy code under the code in relation
to a complaint made under the code.

Note: The making of a determination by the Commissioner under this Act or
by an adjudicator under an approved privacy code is subject to judicial
review under the Administrative Decisions (Judicial Review) Act
1977.

99 Section 55
Repeal the section, substitute:

55 Obligations of respondent organisation

Determination under section 52

(1) Anorganisation that is the respondent to a determination made
under section 52:

(a) must not repeat or continue conduct that is covered by a
declaration that isincluded in the determination under
sub-subparagraph 52(1)(b)(i)(B); and

(b) must perform the act or course of conduct that is covered by
adeclaration that isincluded in the determination under
subparagraph 52(2)(b)(ii).
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Determination under approved privacy code

(2) Anorganisation that is the respondent to a determination made
under an approved privacy code:

(a) must not repeat or continue conduct that is covered by a
declaration that isincluded in the determination and that
corresponds to a declaration mentioned in paragraph (1)(a);
and

(b) must perform the act or course of conduct that is covered by
adeclaration that isincluded in the determination and that
corresponds to a declaration mentioned in paragraph (1)(b).

55A Proceedingsin the Federal Court or Federal Magistrates Court
to enfor ce a deter mination

(1) Any of the following persons may commence proceedings in the
Federal Court or the Federal Magistrates Court for an order to
enforce a determination:

(a) the complainant;

(b) the Commissioner, if the determination was made under
section 52;

(c) the adjudicator for the approved privacy code under which
the determination was made, if it was made under an
approved privacy code.

(2) If the court is satisfied that the respondent has engaged in conduct
that constitutes an interference with the privacy of the complainant,
the court may make such orders (including a declaration of right)
asit thinksfit.

(3) The court may, if it thinksfit, grant an interim injunction pending
the determination of the proceedings.

(4) The court is not to require a person, as a condition of granting an
interim injunction, to give an undertaking as to damages.

(5) Thecourt isto deal by way of a hearing de novo with the question
whether the respondent has engaged in conduct that constitutes an
interference with the privacy of the complainant.

Privacy Amendment (Private Sector) Act 2000  No. 155, 2000 57



Schedule 1 Amendment of the Privacy Act 1988

(6) Despite subsection (5), the court may receive any of the following
as evidence in proceedings about a determination made by the
Commissioner under section 52:

(a) acopy of the Commissioner’ s written reasons for the
determination;

(b) acopy of any document that was before the Commissioner;
(c) acopy of arecord (including any tape recording) of any

appearance before the Commissioner (including any oral
submissions made) under subsection 43(5).

(7) Despite subsection (5), the court may receive any of the following
as evidence in proceedings about a determination made by an
adjudicator under an approved privacy code:

(a) acopy of the adjudicator’ s written reasons for the
determination;

(b) acopy of any document that was before the adjudicator;

(c) acopy of arecord (including any tape recording) of any
appearance before the adjudicator (including any oral
submissions made).

(7A) In conducting a hearing and making an order under this section, the
court isto have due regard to the matters that paragraph 29(a)
requires the Commissioner to have due regard to.

(8) Inthissection:

complainant, in relation to a representative complaint, means any
of the class members.

55B Evidentiary certificate

(1) The Commissioner may issue awritten certificate setting out the
findings of fact upon which the Commissioner based his or her
determination that:

(@) aspecified agency had breached an Information Privacy
Principle; or

(b) aspecified organisation had breached an approved privacy
code or aNational Privacy Principle.

(2) An adjudicator for an approved privacy code may issue awritten
certificate setting out the findings of fact upon which the
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adjudicator based his or her determination that a specified
organisation had breached an approved privacy code.

(3) Inany proceedings under section 55A, a certificate under
subsection (1) or (2) of this section is primafacie evidence of the
facts found by the Commissioner or adjudicator and set out in the
certificate. However, the certificate is not primafacie evidence of a
finding that:

(@) aspecified agency had breached an Information Privacy
Principle; or

(b) aspecified organisation had breached an approved privacy
code or aNational Privacy Principle.

(4) A document purporting to be a certificate under subsection (1) or (2)
must, unless the contrary is established, be taken to be a certificate
and to have been properly given.

100 Application

(D

2

Enforcement of determinations

Division 3 of Part V of the Privacy Act 1988 as amended by this
Schedule applies to a determination made as a result of a complaint
made after the commencement of this Schedule.

Evidentiary certificates

Section 55B of the Privacy Act 1988 appliesin relation to a
determination made by the Commissioner in relation to an agency
before or after the commencement of that section.

101 Subsections 62(1) and (2)

After “Federal Court”, insert “or the Federal Magistrates Court”.

102 Subsection 62(4)

Omit “Federal Court”, substitute “court”.

103 Paragraphs 63(2)(a) and (b)

After “Federal Court”, insert “or the Federal Magistrates Court”.

104 After subsection 63(2)
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Insert:

(2A) Subsection (2) does not permit an application relating to
proceedings under section 55A to enforce a determination relating
to acode complaint or an NPP complaint.

105 At the end of section 64
Add:
(2) Neither an adjudicator for an approved privacy code, nor a person
acting under his or her direction or authority, isliable to an action,
suit or proceeding in relation to an act done or omitted to be done

in good faith in the exercise or purported exercise of any power or
authority conferred by this Act or the code.

Note:  The heading to section 64 is altered by inserting “etc.” after “Commissioner”.

106 After subsection 66(1)
Insert:
(1A) For the purposes of subsection (1), ajournalist has areasonable
excuse if giving the information, answering the question or
producing the document or record would tend to reveal the identity

of a person who gave information or a document or record to the
journalist in confidence.

107 After paragraph 67(a)

Insert:
(aa) the making of acomplaint under an approved privacy code;
(ab) the acceptance of acomplaint under subsection 40(1B);

108 Subsection 68(1)
After “Commissioner” (second occurring), insert “in writing”.

109 Subsection 68(1)
After “an agency,”, insert “an organisation,”.

110 After subsection 68(1)
Insert:
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(1A) The Commissioner may authorise a person only while the person is
amember of the staff assisting the Commissioner.

111 After subsection 68(3)
Insert:

(3A) Before obtaining the consent, the authorised person must inform
the occupier or person in charge that he or she may refuse to
consent.

(3B) An entry by an authorised person with the consent of the occupier
or person in chargeis not lawful if the consent was not voluntary.

(3C) The authorised person may not enter premises (other than premises
occupied by an agency) if:
(a) the occupant or person in charge asks the authorised person
to produce his or her identity card; and
(b) the authorised person does not produce it.

(3D) If an authorised person is on premises with the consent of the
occupier or person in charge, the authorised person must |eave the
premises if the occupier or person in charge asks the authorised
person to do so.

112 After section 68
Insert:
68A ldentity cards

(1) The Commissioner must issue to a person authorised for the
purposes of section 68 an identity card in the form approved by the
Commissioner. The identity card must contain a recent photograph
of the authorised person.

(2) Assoon as practicable after the person ceases to be authorised, he
or she must return the identity card to the Commissioner.

(3) A person must not contravene subsection (2).
Penalty: 1 penalty unit.

113 Subsection 69(9) (definition of complaint)
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Repeal the definition, substitute:

complaint means:
(a) acomplaint under section 36; or

(b) acomplaint the Commissioner accepts under subsection
40(1B).

114 At the end of Division 5 of Part V

Add:

70A Application of Part to organisationsthat are not legal persons

(D)

)

©)

Partnerships

If, apart from this subsection, this Part would impose an obligation
to do something (or not to refuse or fail to do something) on an
organisation that is a partnership, the obligation isimposed instead
on each partner but may be discharged by any of the partners.

Unincor porated associations

If, apart from this subsection, this Part would impose an obligation
to do something (or not to refuse or fail to do something) on an
organisation that is an unincorporated association, the obligation is
imposed instead on each member of the committee of management
of the association but may be discharged by any of the members of
that committee.

Trusts

If, apart from this subsection, this Part would impose an obligation
to do something (or not to refuse or fail to do something) on an
organisation that is atrust, the obligation is imposed instead on
each trustee but may be discharged by any of the trustees.

70B Application of thisPart to former organisations

If an individual, body corporate, partnership, unincorporated
association or trust ceases to be an organisation but continues to
exigt, this Part operatesin relation to:
(a) an act or practice of the organisation (while it was an
organisation); and
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(b) theindividual, body corporate, partnership, unincorporated
association or trust;

asif he, sheor it were still (and had been at all relevant times) an
organisation.

Example 1: If anindividual carrying on a business was not a small business
operator, but later became one and remained aive:

€) a complaint may be made under this Part about an act or practice
of theindividual in carrying on the business before he or she
became a small business operator; and

(b) the complaint may be investigated (and further proceedings
taken) under this Part as though the individua were till an
organisation.

Example 2: A small business operator chooses under section 6EA to be treated as
an organisation, but later revokes the choice. A complaint about an act
or practice the operator engaged in while the choice was registered
under that section may be made and investigated under this Part asif
the operator were an organisation.

115 Part VI (heading)
Repeal the heading, substitute:

Part VI—Public interest deter minations and
temporary public interest deter minations

116 Before section 71
Insert:

Division 1—Public interest deter minations

117 Section 72
Omit “Part”, substitute “Division”.

118 At the end of section 72
Add:

Determinations about an organisation’s acts and practices

(2) Subject to this Division, if the Commissioner is satisfied that:
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(@) an act or practice of an organisation breaches, or may breach,
an approved privacy code, or a National Privacy Principle,
that binds the organisation; but

(b) the public interest in the organisation doing the act, or
engaging in the practice, substantially outweighs the public
interest in adhering to that code or Principle;

the Commissioner may make a written determination to that effect.

Effect of determination under subsection (2)

(3) The organisation is taken not to contravene section 16A if the
organisation does the act, or engagesin the practice, while the
determination isin force under subsection (2).

Giving a determination under subsection (2) general effect

(4) The Commissioner may make awritten determination that no
organisation is taken to contravene section 16A if, while that
determination isin force, an organisation does an act, or engagesin
apractice, that is the subject of a determination under
subsection (2) in relation to that organisation or any other
organisation.

Effect of determination under subsection (4)

(5) A determination under subsection (4) has effect according to its
terms.

Note:  Thefollowing heading to subsection 72(1) isinserted “ Determinations about an
agency’ s acts and practices’.

119 Subsection 73(1)
After “agency”, insert “or organisation”.
Note:  The heading to section 73 is altered by adding at the end “or organisation”.

120 At the end of subsection 73(1)
Add “of the agency or organisation”.

121 Subsection 73(2)
Omit “care”, substitute “ services'.

122 Subsection 75(2)
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Repeal the subsection, substitute:

(2) If the applicant is an agency, the Commissioner must send to the
agency, and to each other person (if any) who isinterested in the
application, awritten invitation to notify the Commissioner, within
the period specified in the invitation, whether or not the agency or
other person wishes the Commissioner to hold a conference about
the draft determination.

(2A) If the applicant is an organisation, the Commissioner must:

() send awritten invitation to the organisation to notify the
Commissioner, within the period specified in the invitation,
whether or not the organi sation wishes the Commissioner to
hold a conference about the draft determination; and

(b) issue, in any way the Commissioner thinks appropriate, an
invitation in corresponding terms to the other persons (if any)
that the Commissioner thinks appropriate.

123 Subsection 75(3)
After “subsection (2)”, insert “or subsection (2A)”.

124 Application and saving

(D] The amendments of section 75 of the Privacy Act 1988 made by this
Schedule apply in relation to applications that are made under
section 73 of that Act after the commencement of this Schedule.

2 Regulations (if any) in force for the purposes of subsection 75(3) of the
Privacy Act 1988 immediately before the commencement of this
Schedule have effect, after that commencement, asif they had been
made for the purposes of that subsection after that commencement.

(©)] Subitem (2) does not prevent the amendment or repeal of the
regulations.

125 Subsection 76(1)
After “agency” (wherever occurring), insert “, organisation”.

126 Subsection 76(4)
After “agency”, insert “or organisation”.
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127 Subsection 77(1)

After “agency” (wherever occurring), insert “or organisation”.

128 Subsection 79(2)

Omit “or any person”, substitute “, organisation or any other person”.

129 At the end of Part VI

Add:

Division 2—Temporary public interest deter minations

80A Temporary publicinterest determinations

(1) Thissection appliesif the Commissioner is satisfied that:

(a) theact or practice of an agency or organisation that is the
subject of an application under section 73 for a determination
under section 72 breaches, or may breach:

(i) inthe case of an agency—an Information Privacy
Principle; and

(ii) inthe case of an organisation—an approved privacy
code, or aNational Privacy Principle, that binds the
organisation; and

(b) the publicinterest in the agency or organisation doing the act,
or engaging in the practice, outweighs to a substantial degree
the public interest in adhering to that Principle or code; and

(c) the application raises issues that require an urgent decision.

(2) The Commissioner may make awritten temporary public interest
determination that he or she is satisfied of the matters set out in
subsection (1). The Commissioner may do so:

(a) onrequest by the agency or organisation; or
(b) onthe Commissioner’s own initiative.

(3) The Commissioner must:

(a) specify in the determination a period of up to 12 months
during which the determination isin force (subject to
subsection 80D(2)); and

(b) includein the determination a statement of the reasons for the
determination.
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80B Effect of temporary public interest deter mination

)

)

©)

(4)

Agency covered by a determination

If an act or practice of an agency is the subject of atemporary
public interest determination, the agency is taken not to breach
section 16 if the agency does the act, or engagesin the practice,
while the determination isin force.

Organisation covered by a determination

If an act or practice of an organisation is the subject of atemporary
public interest determination, the organisation is taken not to
contravene section 16A if the organisation does the act, or engages
in the practice, while the determination isin force.

Giving a temporary public interest determination general effect

The Commissioner may make a written determination that no
organisation is taken to contravene section 16A if, while that
determination isin force, an organisation does an act, or engagesin
apractice, that isthe subject of atemporary public interest
determination in relation to that organisation or another
organisation.

Effect of determination under subsection (3)

A determination under subsection (3) has effect according to its
terms.

80C Determinationsdisallowable

A determination under this Division is a disallowabl e instrument
for the purposes of section 46A of the Acts Interpretation Act 1901.

80D Commissioner may continueto consider application

(D)

The fact that the Commissioner has made a determination under
this Division about an act or practice does not prevent the
Commissioner from dealing under Division 1 with an application
made under section 73 in relation to that act or practice.
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(2) A determination under this Division about an act or practice ceases
to be in effect when:

(a) adetermination made under subsection 72(1) or (2) (as
appropriate) about the act or practice comes into effect; or

(b) adetermination is made under paragraph 78(b) to dismissthe
application.

Division 3—Register of deter minations

80E Register of determinations

(1) The Commissioner must keep aregister of determinations made
under Division 1 or 2.

(2) The Commissioner may decide the form of the register and how it
isto be kept.

(3) The Commissioner must make the register available to the public
in the way that the Commissioner determines.

(4) The Commissioner may charge feesfor:
(a) making the register available to the public; or
(b) providing copies of, or extracts from, the register.

130 Application
Section 80A of the Privacy Act 1988 as amended by this Schedule
appliesin relation to an application made by or on behalf of an agency
under section 73 of that Act, whether the application was made before
or after the commencement of this Schedule.

131 After section 95
Insert:

95A Guidelinesfor National Privacy Principles about health
infor mation

Overview

(1) Thissection allows the Commissioner to approve for the purposes
of the National Privacy Principles (the NPPs) guidelines that are
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)

©)

(4)

)

issued by the National Health and Medical Research Council or a
prescribed authority.

Approving guidelines for use and disclosure

For the purposes of subparagraph 2.1(d)(ii) of the NPPs, the
Commissioner may, by notice in the Gazette, approve guidelines
that relate to the use and disclosure of health information for the
purposes of research, or the compilation or analysis of statistics,
relevant to public health or public safety.

Public interest test

The Commissioner may give an approval under subsection (2) only
if satisfied that the public interest in the use and disclosure of
health information for the purposes mentioned in that subsection in
accordance with the guidelines substantially outweighs the public
interest in maintaining the level of privacy protection afforded by
the NPPs (other than paragraph 2.1(d)).

Approving guidelines for collection

For the purposes of subparagraph 10.3(d)(iii) of the NPPs, the
Commissioner may, by notice in the Gazette, approve guidelines
that relate to the collection of health information for the purposes
of:
(a) research, or the compilation or analysis of statistics, relevant
to public health or public safety; or

(b) the management, funding or monitoring of a health service.

Public interest test

The Commissioner may give an approval under subsection (4) only
if satisfied that the public interest in the collection of health
information for the purposes mentioned in that subsection in
accordance with the guidelines substantially outweighs the public
interest in maintaining the level of privacy protection afforded by
the NPPs (other than paragraph 10.3(d)).
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(6)

(7)

Revocation of approval

The Commissioner may, by notice in the Gazette, revoke an
approval of guidelines under this section if he or sheisno longer
satisfied of the matter that he or she had to be satisfied of to
approve the guidelines.

Review by AAT

Application may be made to the Administrative Appeals Tribunal
for review of adecision of the Commissioner to refuse to approve
guidelines or to revoke an approval of guidelines.

95B Requirementsfor Commonwealth contracts

(D

)

©)

(4)

©)

This section requires an agency entering into a Commonwealth
contract to take contractual measures to ensure that a contracted
service provider for the contract does not do an act, or engagein a
practice, that would breach an Information Privacy Principle if
done or engaged in by the agency.

The agency must ensure that the Commonwealth contract does not
authorise a contracted service provider for the contract to do or
engage in such an act or practice.

The agency must also ensure that the Commonwealth contract
contains provisions to ensure that such an act or practice is not
authorised by a subcontract.

For the purposes of subsection (3), a subcontract is a contract
under which a contracted service provider for the Commonwealth
contract is engaged to provide services to:

(@) another contracted service provider for the Commonwealth
contract; or
(b) any agency;
for the purposes (whether direct or indirect) of the Commonwealth
contract.

This section applies whether the agency is entering into the
Commonwealth contract on behalf of the Commonwealth or in the
agency’ sown right.
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95C Disclosure of certain provisions of Commonwealth contracts

If aperson asks a party to a Commonwealth contract to be
informed of the content of provisions (if any) of the contract that
are inconsistent with an approved privacy code binding a party to
the contract or with a National Privacy Principle, the party
requested must inform the person in writing of that content (if any).

132 Subsection 97(2)
Omit “27(1)(n) and".

133 After subsection 97(2)
Insert:
(2A) Thereport must also include a statement about the operation of
approved privacy codes that contain procedures for making and

dealing with complaintsin relation to acts or practices that may be
an interference with the privacy of an individual, including:

(a) action taken by adjudicators to monitor compliance with the
codes; and

(b) details about the number of complaints made under codes,
their nature and outcome.

134 Subsections 98(1) and (2)
After “Federal Court”, insert “or the Federal Magistrates Court”.

135 Subsections 99A(1) and (2)
Omit “servant” (wherever occurring), substitute “employee”.

Note:  The heading to section 99A is altered by omitting “servants’ and substituting
“employees’.

136 Paragraph 99A(3)(a)
Omit “aservant”, substitute “an employee”.

137 Paragraph 99A(3)(b)
Omit “servant”, substitute “employee”.

138 Subsection 99A(4)
Omit “a servant”, substitute “an employee”.
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138A At the end of section 100
Add:

(2) Before the Governor-General makes regulations for the purposes of
subclause 7.1A or paragraph 7.2(c) of the National Privacy
Principles prescribing an organisation, identifier and
circumstances, the Minister must be satisfied that:

(a) the agency or the principal executive of the agency (if the
agency has aprincipal executive) has agreed that adoption,
use or disclosure by the organisation of the identifier in the
circumstances is appropriate; and

(b) the agency or the principal executive of the agency (if the
agency has aprincipal executive) has consulted the
Commissioner about adoption, use or disclosure by the
organisation of the identifier in the circumstances; and

(c) adoption, use or disclosure by the organisation of the
identifier in the circumstances can only be for the benefit of
the individual concerned.

139 At the end of the Act
Add:

Schedule 3—National Privacy Principles

Note: See section 6.

1 Collection

1.1 An organisation must not collect personal information unless the
information is necessary for one or more of its functions or
activities.

1.2 An organisation must collect personal information only by lawful
and fair means and not in an unreasonably intrusive way.

1.3 At or before the time (or, if that is not practicable, as soon as
practicable after) an organisation collects personal information
about an individual from the individual, the organisation must take
reasonable steps to ensure that the individual is aware of:

(a) theidentity of the organisation and how to contact it; and
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(b) thefact that he or sheis ableto gain access to the
information; and

(c) the purposes for which the information is collected; and

(d) the organisations (or the types of organisations) to which the
organisation usually discloses information of that kind; and

(e) any law that requires the particular information to be
collected; and

(f) the main conseguences (if any) for theindividual if all or part
of the information is not provided.

1.4 If it isreasonable and practicable to do so, an organisation must
collect personal information about an individual only from that
individual.

1.5 If an organisation collects personal information about an individual
from someone else, it must take reasonabl e steps to ensure that the
individual is or has been made aware of the matterslistedin
subclause 1.3 except to the extent that making the individual aware
of the matters would pose a serious threat to the life or health of
any individual.

2 Useand disclosure

2.1 An organisation must not use or disclose personal information
about an individual for a purpose (the secondary purpose) other
than the primary purpose of collection unless:

(a) both of the following apply:

(i) the secondary purposeisrelated to the primary purpose
of collection and, if the persona information is sensitive
information, directly related to the primary purpose of
collection;

(ii) theindividual would reasonably expect the organisation
to use or disclose the information for the secondary
purpose; or

(b) theindividual has consented to the use or disclosure; or

(c) if theinformation is not sensitive information and the use of
the information is for the secondary purpose of direct
marketing:

(i) itisimpracticable for the organisation to seek the
individual’ s consent before that particular use; and
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(ii) the organisation will not charge the individual for giving
effect to arequest by the individual to the organisation
not to receive direct marketing communications; and

(iii) theindividual has not made areguest to the organisation
not to receive direct marketing communications; and

(iv) in each direct marketing communication with the
individual, the organisation draws to the individual’s
attention, or prominently displays a notice, that he or
she may express awish not to receive any further direct
marketing communications; and

(v) each written direct marketing communication by the
organisation with the individual (up to and including the
communication that involves the use) sets out the
organisation’ s business address and tel ephone number
and, if the communication with the individual is made
by fax, telex or other electronic means, a number or
address at which the organisation can be directly
contacted electronicaly; or

(d) if the information is health information and the use or
disclosure is necessary for research, or the compilation or
analysis of statistics, relevant to public health or public
safety:

(i) itisimpracticable for the organisation to seek the
individual’ s consent before the use or disclosure; and

(ii) the use or disclosure is conducted in accordance with
guidelines approved by the Commissioner under
section 95A for the purposes of this subparagraph; and

(iii) inthe case of disclosure—the organisation reasonably
believes that the recipient of the health information will
not disclose the health information, or personal
information derived from the health information; or

(e) the organisation reasonably believes that the use or disclosure

is necessary to lessen or prevent:
(i) aseriousand imminent threat to an individua’slife,
health or safety; or
(ii) aseriousthreat to public health or public safety; or

(f) the organisation has reason to suspect that unlawful activity
has been, is being or may be engaged in, and uses or
discloses the personal information as a necessary part of its
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2.2

2.3

investigation of the matter or in reporting its concernsto
relevant persons or authorities; or

(g) theuseor disclosureisrequired or authorised by or under
law; or

(h) the organisation reasonably believes that the use or disclosure
is reasonably necessary for one or more of the following by
or on behalf of an enforcement body:

(i) the prevention, detection, investigation, prosecution or
punishment of criminal offences, breaches of alaw
imposing a penalty or sanction or breaches of a
prescribed law;

(ii) the enforcement of laws relating to the confiscation of
the proceeds of crime;

(iii) the protection of the public revenue;
(iv) the prevention, detection, investigation or remedying of
seriously improper conduct or prescribed conduct;

(v) the preparation for, or conduct of, proceedings before
any court or tribunal, or implementation of the orders of
acourt or tribunal.

Note 1: It is not intended to deter organisations from lawfully co-operating

with agencies performing law enforcement functionsin the
performance of their functions.

Note 2: Subclause 2.1 does not override any existing legal obligations not to
disclose personal information. Nothing in subclause 2.1 requires an
organisation to disclose personal information; an organisation is
always entitled not to disclose personal information in the absence of
alegal obligation to discloseiit.

Note3:  Anorganisation isalso subject to the requirements of National Privacy
Principle 9 if it transfers personal information to apersonin aforeign
country.

If an organisation uses or discloses personal information under
paragraph 2.1(h), it must make a written note of the use or
disclosure.

Subclause 2.1 operates in relation to personal information that an
organisation that is a body corporate has collected from arelated
body corporate asif the organisation’s primary purpose of
collection of the information were the primary purpose for which
the related body corporate collected the information.
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2.4 Despite subclause 2.1, an organisation that provides a health
service to an individual may disclose health information about the
individual to a person who is responsible for the individua if:

(a) theindividual:
(i) isphysicaly or legally incapable of giving consent to
the disclosure; or
(ii) physically cannot communicate consent to the
disclosure; and
(b) anatural person (the carer) providing the health service for
the organisation is satisfied that either:

(i) thedisclosureis necessary to provide appropriate care
or treatment of the individual; or

(ii) the disclosure is made for compassionate reasons; and
(c) thedisclosureisnot contrary to any wish:
(i) expressed by the individual before the individual
became unable to give or communicate consent; and
(ii) of which the carer is aware, or of which the carer could
reasonably be expected to be aware; and

(d) thedisclosureislimited to the extent reasonable and
necessary for a purpose mentioned in paragraph (b).

2.5 For the purposes of subclause 2.4, a person is responsible for an
individual if the personis:

() aparent of theindividual; or

(b) achild or sibling of the individual and at least 18 years old;
or

(c) aspouse or de facto spouse of the individual; or

(d) ardative of theindividual, at least 18 yearsold and a
member of the individual’ s household; or

(e) aguardian of the individual; or

(f) exercising an enduring power of attorney granted by the
individual that is exercisablein relation to decisions about
the individual’s health; or

(g) aperson who has an intimate personal relationship with the
individual; or

(h) aperson nominated by the individual to be contacted in case
of emergency.

2.6 In subclause 2.5:
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child of anindividual includes an adopted child, a step-child and a
foster-child, of the individual.

parent of an individual includes a step-parent, adoptive parent and
afoster-parent, of the individual.

relative of an individual means a grandparent, grandchild, uncle,
aunt, nephew or niece, of the individual.

sibling of an individual includes a half-brother, half-sister,
adoptive brother, adoptive sister, step-brother, step-sister,
foster-brother and foster-sister, of the individual.

3 Data quality

An organisation must take reasonabl e steps to make sure that the
personal information it collects, uses or disclosesis accurate,
complete and up-to-date.

4 Data security

4.1 An organisation must take reasonable steps to protect the personal
information it holds from misuse and loss and from unauthorised
access, modification or disclosure.

4.2 An organisation must take reasonabl e steps to destroy or
permanently de-identify personal information if it is no longer
needed for any purpose for which the information may be used or
disclosed under National Privacy Principle 2.

5 Openness

5.1 An organisation must set out in a document clearly expressed
policies on its management of personal information. The
organisation must make the document available to anyone who
asksfor it.

5.2 On request by a person, an organisation must take reasonable steps
to let the person know, generally, what sort of personal information
it holds, for what purposes, and how it collects, holds, uses and
discloses that information.
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6 Accessand correction

6.1 If an organisation holds personal information about an individual,
it must provide the individual with access to the information on
request by the individual, except to the extent that:

(@) inthe case of personal information other than health
information—providing access would pose a serious and
imminent threat to the life or health of any individual; or

(b) inthe case of health information—providing access would
pose a serious threat to the life or health of any individual; or

(c) providing access would have an unreasonable impact upon
the privacy of other individuas; or

(d) therequest for accessis frivolous or vexatious; or

(e) theinformation relates to existing or anticipated legal
proceedings between the organisation and the individual, and
the information would not be accessible by the process of
discovery in those proceedings; or

(f) providing access would reveal the intentions of the
organisation in relation to negotiations with the individual in
such away as to prejudice those negotiations; or

(g) providing access would be unlawful; or

(h) denying accessis required or authorised by or under law; or

(i) providing access would be likely to prejudice an
investigation of possible unlawful activity; or

() providing access would be likely to prejudice:

(i) the prevention, detection, investigation, prosecution or
punishment of criminal offences, breaches of alaw
imposing a penalty or sanction or breaches of a
prescribed law; or

(if) the enforcement of laws relating to the confiscation of
the proceeds of crime; or

(iii) the protection of the public revenue; or

(iv) the prevention, detection, investigation or remedying of
seriously improper conduct or prescribed conduct; or

(v) the preparation for, or conduct of, proceedings before
any court or tribunal, or implementation of its orders;

by or on behalf of an enforcement body; or
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6.2

6.3

6.4

6.5

6.6

6.7

(k) an enforcement body performing alawful security function
asks the organisation not to provide access to the information
on the basis that providing access would be likely to cause
damage to the security of Australia.

However, where providing access would revea evaluative
information generated within the organisation in connection with a
commercially sensitive decision-making process, the organisation
may give the individual an explanation for the commercially
sensitive decision rather than direct access to the information.

Note: An organisation breaches subclause 6.1 if it relies on subclause 6.2 to

give anindividual an explanation for acommercially sensitive
decision in circumstances where subclause 6.2 does not apply.

If the organisation is not required to provide the individual with
access to the information because of one or more of paragraphs
6.1(a) to (K) (inclusive), the organisation must, if reasonable,
consider whether the use of mutually agreed intermediaries would
alow sufficient access to meet the needs of both parties.

If an organisation charges for providing access to personal
information, those charges.

(&) must not be excessive; and

(b) must not apply to lodging arequest for access.

If an organisation holds personal information about an individual
and the individual is able to establish that the information is not
accurate, complete and up-to-date, the organisation must take
reasonabl e steps to correct the information so that it is accurate,
complete and up-to-date.

If the individual and the organisation disagree about whether the
information is accurate, complete and up-to-date, and the
individual asks the organisation to associate with the information a
statement claiming that the information is not accurate, compl ete or
up-to-date, the organisation must take reasonable steps to do so.

An organisation must provide reasons for denial of accessor a
refusal to correct personal information.
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7 ldentifiers

7.1 An organisation must not adopt asits own identifier of an
individual an identifier of theindividual that has been assigned by:

(a) anagency; or
(b) an agent of an agency acting in its capacity as agent; or
(c) acontracted service provider for a Commonwealth contract

acting in its capacity as contracted service provider for that
contract.

7.1A However, subclause 7.1 does not apply to the adoption by a
prescribed organisation of a prescribed identifier in prescribed
circumstances.

Note: There are prerequisites that must be satisfied before those matters are
prescribed: see subsection 100(2).

7.2 An organisation must not use or disclose an identifier assigned to
an individual by an agency, or by an agent or contracted service
provider mentioned in subclause 7.1, unless:

(a) the use or disclosure is necessary for the organisation to fulfil
its obligations to the agency; or

(b) one or more of paragraphs 2.1(e) to 2.1(h) (inclusive) apply
to the use or disclosure; or

(c) theuse or disclosureis by a prescribed organisation of a
prescribed identifier in prescribed circumstances.

Note: There are prerequisites that must be satisfied before the matters
mentioned in paragraph (c) are prescribed: see subsection 100(2).

7.3 Inthisclause:

identifier includes a number assigned by an organisation to an
individua to identify uniquely the individual for the purposes of
the organisation’ s operations. However, an individual’s name or
ABN (as defined in the A New Tax System (Australian Business
Number) Act 1999) is not an identifier.

8 Anonymity

Wherever it islawful and practicable, individuals must have the
option of not identifying themselves when entering transactions
with an organisation.
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9 Transborder data flows

An organisation in Australia or an external Territory may transfer
personal information about an individual to someone (other than
the organisation or the individual) who isin aforeign country only
if:

(a) the organisation reasonably believes that the recipient of the
information is subject to alaw, binding scheme or contract
which effectively upholds principles for fair handling of the
information that are substantially similar to the National
Privacy Principles; or

(b) theindividual consents to the transfer; or

(c) thetransfer is necessary for the performance of a contract
between the individual and the organisation, or for the
implementation of pre-contractual measurestakenin
response to the individual’ s request; or

(d) thetransfer is necessary for the conclusion or performance of
acontract concluded in the interest of the individual between
the organisation and athird party; or

(e) all of thefollowing apply:

(i) thetransfer isfor the benefit of the individual;
(i) itisimpracticable to obtain the consent of the individual
to that transfer;
(iii) if it were practicable to obtain such consent, the
individual would be likely to giveit; or

(f) the organisation has taken reasonable steps to ensure that the
information which it has transferred will not be held, used or
disclosed by the recipient of the information inconsistently
with the National Privacy Principles.

10 Sensitive information

10.1 An organisation must not collect sensitive information about an
individual unless:

(a) theindividual has consented; or
(b) the collection isrequired by law; or

(c) the collection is necessary to prevent or lessen a serious and
imminent threat to the life or health of any individual, where
the individual whom the information concerns:
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(i) isphysically or legally incapable of giving consent to
the collection; or

(ii) physically cannot communicate consent to the
collection; or

(d) if theinformation is collected in the course of the activities of
a non-profit organisation—the following conditions are
satisfied:

(i) theinformation relates solely to the members of the
organisation or to individuals who have regular contact
with it in connection with its activities;

(ii) at or before the time of collecting the information, the
organisation undertakes to the individual whom the
information concerns that the organisation will not
disclose the information without the individual’ s
consent; or

(e) the collection is necessary for the establishment, exercise or
defence of alegal or equitable claim.

10.2 Despite subclause 10.1, an organisation may collect health
information about an individual if:

(a) theinformation is necessary to provide a health service to the
individual; and
(b) theinformation is collected:
(i) asrequired by law (other than this Act); or

(ii) inaccordance with rules established by competent
health or medical bodies that deal with obligations of
professional confidentiality which bind the organisation.

10.3 Despite subclause 10.1, an organisation may collect health
information about an individual if:

(a) the collection is necessary for any of the following purposes:
(i) research relevant to public health or public safety;
(ii) the compilation or analysis of statistics relevant to
public health or public safety;
(iii) the management, funding or monitoring of a health
service; and
(b) that purpose cannot be served by the collection of
information that does not identify the individual or from
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which the individual’ sidentity cannot reasonably be
ascertained; and
(c) itisimpracticable for the organisation to seek the
individual’ s consent to the collection; and
(d) theinformation is collected:
(i) asrequired by law (other than this Act); or
(ii) inaccordance with rules established by competent
health or medical bodies that deal with obligations of
professional confidentiality which bind the organisation;
or
(iif) in accordance with guidelines approved by the
Commissioner under section 95A for the purposes of
this subparagraph.

10.4 If an organisation collects health information about an individual in
accordance with subclause 10.3, the organisation must take
reasonabl e steps to permanently de-identify the information before
the organisation disclosesiit.

10.5 Inthisclause:

non-profit organisation means a non-profit organisation that has
only racial, ethnic, political, religious, philosophical, professional,
trade, or trade union aims.
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Schedule 2—Amendment of other Acts

Customs Act 1901

3 After section 273GAA
Insert:

273GAB Authorisation to disclose infor mation to Customs

(1) A person may disclose to an officer information about any matter
relating to actual or proposed travel:
(a) of any person or goods on the way (directly or indirectly) to
Australia; or
(b) involving the departure from Australia of any person or
goods;
even if theinformation is personal information (as defined in the
Privacy Act 1988).

Note: The Australian Customs Service (including the officer) is obliged to
handle personal information in accordance with the Privacy Act 1988.
Section 16 of the Customs Administration Act 1985 also limits the
recording and disclosure of information disclosed to the officer under
this section.

(2) To avoid doubt, this section does not:

(a) require anyone to disclose information to an officer; or

(b) affect aregquirement of or under another provision of this Act
for a person to disclose information to an officer (whether by
answering a question, by providing a document or by other
means).

Telecommunications Act 1997

4 At the end of Division 3 of Part 6
Add:
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116A Industry codes and standards do not affect Privacy Act 1988

Neither an industry code nor an industry standard derogates from a
requirement made by or under the Privacy Act 1988 or an approved
privacy code (as defined in that Act).

5 Paragraph 117(1)(j)

Omit “about the devel opment of the code.”, substitute “ by the body or
association about the development of the code before the body or
association gave the copy of the code to the ACA; and”.

6 Atthe end of subsection 117(1)
Add:
(k) the ACA has consulted the Privacy Commissioner about the

code and consequently believes that he or sheis satisfied

with the code, if the code deals directly or indirectly with a

matter dealt with by:

(i) the National Privacy Principles (as defined in the

Privacy Act 1988); or

(ii) other provisions of that Act that relate to those
Principles; or

(iif) an approved privacy code (as defined in that Act) that
binds a participant in that section of the
telecommunications industry; or

(iv) provisions of that Act that relate to the approved privacy
code.

7 Atthe end of subsection 117(4)
Add:

Note: Anindustry code also ceases to be registered when it is removed from
the Register of industry codes under section 122A.

8 At the end of subsection 118(1)
Add:

Note: The ACA may request the body or association to develop the industry
code to replace an earlier industry code that the Privacy Commissioner
(exercising functions under the Privacy Act 1988) has advised the
ACA isinconsistent with the National Privacy Principles or arelevant
approved privacy code (as defined in that Act).
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9 After subsection 118(4)
Insert:

(4A) The ACA must consult the Privacy Commissioner before making a
request under subsection (1) for the development of an industry
code that could reasonably be expected to deal directly or
indirectly with a matter dealt with by:

(a) the National Privacy Principles (as defined in the Privacy Act
1988); or

(b) other provisions of that Act relating to those Principles; or

(c) an approved privacy code (as defined in that Act) that binds
one or more participants in the section of the
telecommunications industry to which the request relates; or

(d) provisions of that Act that relate to the approved privacy
code.

10 At the end of subsection 120(1)

Add “However, this does not prevent the ACA from removing under
section 122A an industry code, or a provision of an industry code, from
the Register of industry codes kept under this Part.”.

11 After subsection 121(1)
Insert:

(1A) If the ACA issatisfied that the contravention of the industry code
relates directly or indirectly to a matter dealt with by the National
Privacy Principles (as defined in the Privacy Act 1988) or by an
approved privacy code (as defined in that Act), the ACA must
consult the Privacy Commissioner before giving the direction.

12 At the end of section 122
Add:

(3) If the ACA issatisfied that the contravention of the industry code
relates directly or indirectly to a matter dealt with by the National
Privacy Principles (as defined in the Privacy Act 1988) or by an
approved privacy code (as defined in that Act), the ACA must
consult the Privacy Commissioner before issuing the warning.

13 At the end of Division 4 of Part 6
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Add:

122A De-registering industry codes and provisions of industry codes

(1) The ACA may remove from the Register of industry codes kept
under section 136:

(@) anindustry code; or
(b) aprovision of anindustry code.

(2) Anindustry code ceasesto be registered when it isremoved from
the Register.

(3) If the ACA removes aprovision of an industry code from the
Register, this Part has effect in relation to things occurring after the
removal of the provision asif the code registered under this Part
did not include the provision removed.

14 At the end of subsection 130(1)
Add:

Note: The ACA may be satisfied that it is necessary or convenient to vary an
industry standard that isinconsistent with the National Privacy
Principles or an approved privacy code (as defined in the Privacy Act
1988), following advice given by the Privacy Commissioner in the
exercise of his or her functions under that Act.

15 Subsection 134(1)
Repeal the subsection, substitute:

(1) Thissection appliesto an industry standard that deals with a matter
set out in paragraph 113(3)(f), including a matter dealt with by:
() the National Privacy Principles (as defined in the Privacy Act
1988); or
(b) other provisions of that Act relating to those Principles; or
(c) an approved privacy code (as defined in that Act); or

(d) provisionsof that Act that relate to an approved privacy
code.

16 After subsection 136(1)
Insert:
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(1A) Paragraph (1)(a) does not require the ACA to continue to include
in the Register an industry code, or a provision of an industry code,
removed from the Register under section 122A.

17 At the end of Division 4 of Part 13
Add:

303A Generality of Division not limited
Nothing in this Division limits the generality of anything elseinit.

18 After Division 4 of Part 13
Insert:

Division 4A—Relationship with the Privacy Act 1988

303B Actstaken to beauthorised by law for purposes of Privacy Act

(1) If adisclosure or use of information by a person would be
prohibited by Division 2 apart from a provision of Division 3, the
disclosure or use is taken for the purposes of the Privacy Act 1988,
and of an approved privacy code (as defined in that Act), to be
authorised by law.

(2) If adisclosure or use of information by a person would be
prohibited by a provision of Division 4 apart from the fact that the
disclosure or useis covered by an exception in that provision to the
prohibition, the disclosure or use is taken for the purposes of the
Privacy Act 1988, and of an approved privacy code (as defined in
that Act), to be authorised by law.

303C Prosecution of an offence against this Part does not affect
proceedings under the Privacy Act 1988

(1) The prosecution of an offence against Division 2 or 4 of this Part
for disclosure or use of information or a document does not prevent
civil proceedings or administrative action from being taken under
the Privacy Act 1988 or an approved privacy code (as defined in
that Act) in relation to the disclosure or use.

(2) This section applies regardless of the outcome of the prosecution.
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(3) Thissection does not affect the operation of section 49 of the
Privacy Act 1988.

19 Subclause 15(2) of Schedule 2

After “Privacy Act 1988", insert “and the National Privacy Principles
(asdefined in that Act)”.

Telecommunications (Consumer Protection and Service
Standards) Act 1999

20 After subparagraph 147(2)(1)(i)

Insert:
(ia) National Privacy Principle 2 (as defined in the Privacy
Act 1988);
(ib) each approved privacy code (as defined in the Privacy
Act 1988), if any, that binds a participant in a section of
the telecommuni cations industry;
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Schedule 3—Disclosures to intelligence
bodies

Australian Security I ntelligence Organisation Act 1979

1 Section 93A
Repeal the section.

2 Saving

The repeal of section 93A of the Australian Security Intelligence
Organisation Act 1979 by this Schedule does not make the Privacy Act
1988 apply to an act or practice:

(a) that was done or engaged in before the repeal; and

(b) to which the Privacy Act 1988 did not apply before the repeal
because of that section.

Privacy Act 1988

3 After subsection 7(1)
Insert:

(1A) Despite subsections (1) and (2), areferencein this Act (other than
section 8) to an act or to a practice does not include a reference to
the act or practice so far asit involves the disclosure of personal
information to:

(a) the Austraian Security Intelligence Organisation; or
(b) the Australian Secret Intelligence Service.

4 Application

The amendment of the Privacy Act 1988 made by this Schedule applies
for the purposes of determining the operation of that Act in relation to
an act or practice, regardless of whether the act or practice occurred
before or after the commencement of this Schedule.
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[Minister’s second reading speech made in—
House of Representatives on 12 April 2000
Senate on 28 November 2000]

(54/00)
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