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1 Name of Instrument 

This Instrument is the Anti-Money Laundering and Counter-Terrorism 
Financing Rules Amendment Instrument 2016 (No. 1). 

2 Commencement 

This Instrument commences on the day after it is registered. 

 

3 Amendment  

Schedule 1 amends the Anti-Money Laundering and Counter-Terrorism 
Financing Rules Instrument 2007 (No. 1). 

Schedule 1 Amendment of the Anti-Money Laundering and 

Counter-Terrorism Financing Rules Instrument 
2007 (No. 1). 

 

1. Chapter 4 
 

Item 1 For Chapter 4 

 

Repeal the Chapter, substitute:   

 

CHAPTER 4    

Part 4.1 Introduction 
 

4.1.1 These Rules are made pursuant to section 229 of the AML/CTF Act for the 

purposes of paragraphs 36(1)(b), 84(2)(c), 84(3)(b), 85(2)(c) and 85(3)(b), and 

sections 106, 107 and 108 of the AML/CTF Act.  Sections 136 and 137 of the 

AML/CTF Act apply to each paragraph of this Chapter. They specify the 

requirements with which Part A or Part B of a reporting entity’s standard 

AML/CTF program or Part A or Part B of a reporting entity’s joint AML/CTF 

program must comply. The primary purpose of Part A of a standard or joint 

AML/CTF program is to identify, manage and mitigate money laundering or 

terrorism financing (ML/TF) risk a reporting entity may reasonably face in 

relation to the provision by the reporting entity of designated services at or 

through a permanent establishment in Australia. The sole or primary purpose 

of Part B is to set out the reporting entity’s applicable customer identification 

procedures.  

 

Note:  Reporting entities that collect information about a customer from a third party 

will need to consider their obligation under subclause 3.6 of the Australian 

Privacy Principles, which requires that personal information about an 

individual must be collected only from the individual unless it is unreasonable 
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or impractical to do so and where it is reasonably necessary for the reporting 

entity’s functions or activities. 

4.1.2 This Chapter does not apply to: 

(1) a pre-commencement customer; or 

(2) a customer who receives a designated service covered by item 40, 42 

or 44 of table 1 in section 6 of the AML/CTF Act. 

Note:  Subparagraph 4.1.2(1) relates to pre-commencement customers referred to in 

sections 28 and 29 of the AML/CTF Act.  

4.1.3 For the purposes of these Rules, in identifying its ML/TF risk a reporting 

entity must consider the risk posed by the following factors: 

(1) its customer types; including: 

(a) beneficial owners of customers; and  

(b) any politically exposed persons;  

(2) its customers’ sources of funds and wealth; 

(3) the nature and purpose of the business relationship with its customers, 

including, as appropriate, the collection of information relevant to that 

consideration; 

(4) the control structure of its non-individual customers; 

(5) the types of designated services it provides; 

(6) the methods by which it delivers designated services; and 

(7) the foreign jurisdictions with which it deals.  

Different requirements with respect to different kinds of customers 

4.1.4 These Rules specify different requirements for AML/CTF programs in relation 

to different kinds of customers.  An AML/CTF program must comply with 

such requirements to the extent that a reporting entity has a customer of a 

particular kind.  These Rules make provision in respect of the following kinds 

of customers: 

(1) Individuals – Part 4.2 of these Rules; 

(2) Companies – Part 4.3 of these Rules; 

(3) Customers who act in the capacity of a trustee of a trust – Part 4.4 of 

these Rules; 

(4) Customers who act in the capacity of a member of a partnership – Part 

4.5 of these Rules; 
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(5) Incorporated or unincorporated associations – Part 4.6 of these Rules; 

(6) Registered co-operatives – Part 4.7 of these Rules;  

(7) Government bodies – Part 4.8 of these Rules. 

Requirements in respect to Beneficial Owners and Politically Exposed Persons 

4.1.5 These Rules specify different requirements for AML/CTF programs in relation 

to beneficial owners and politically exposed persons: 

(1) Beneficial Owners – Part 4.12 of these Rules; 

(2) Politically Exposed Persons – Part 4.13 of these Rules.  

 

4.1.6 A reporting entity is only required to apply the requirements specified in 

subparagraphs 4.4.3(5) and 4.4.5(5), and in Part 4.12 and Part 4.13 of these 

Rules to a person who becomes a customer after the commencement of those 

provisions on 1 June 2014.  

Verification 

4.1.7 These Rules also require an AML/CTF program to comply with the 

requirements of Part 4.9 of these Rules relating to document-based verification 

and with the requirements of Part 4.10 of these Rules relating to verification 

from electronic data. 

Agents of customers 

4.1.8 An AML/CTF program must comply with the requirements of Part 4.11 of 

these Rules in relation to any agent who is authorised to act for or on behalf of 

a customer in relation to a designated service. 

Part 4.2 Applicable customer identification procedure with 
respect to individuals 

4.2.1 In so far as a reporting entity has any customer who is an individual, an 

AML/CTF program must comply with the requirements specified in Part 4.2 

of these Rules.  

4.2.2 An AML/CTF program must include appropriate risk-based systems and 

controls that are designed to enable the reporting entity to be reasonably 

satisfied, where a customer is an individual, that the customer is the individual 

that he or she claims to be. 

Collection of information 

4.2.3 An AML/CTF program must include a procedure for the reporting entity to 

collect, at a minimum, the following KYC information about an individual 

(other than an individual who notifies the reporting entity that he or she is a 

customer of the reporting entity in his or her capacity as a sole trader): 
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(1) the customer’s full name; 

(2) the customer’s date of birth; and 

(3) the customer’s residential address. 

4.2.4 An AML/CTF program must include a procedure for the reporting entity to 

collect at a minimum, the following KYC information about a customer who 

notifies the reporting entity that he or she is a customer of the reporting entity 

in his or her capacity as a sole trader: 

(1) the customer’s full name; 

(2) the customer’s date of birth;  

(3) the full business name (if any) under which the customer carries on his 

or her business; 

(4) the full address of the customer’s principal place of business (if any) or 

the customer’s residential address; and 

(5) any ABN issued to the customer. 

4.2.5 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether, in addition to the KYC 

information referred to in paragraph 4.2.3 or 4.2.4 above, any other KYC 

information will be collected about a customer.  

Verification of information 

4.2.6 An AML/CTF program must include a procedure for the reporting entity to 

verify, at a minimum, the following KYC information about a customer: 

(1) the customer’s full name; and 

(2) either: 

(a) the customer’s date of birth; or 

(b) the customer’s residential address. 

4.2.7 An AML/CTF program must require that the verification of information 

collected about a customer be based on: 

(1) reliable and independent documentation; 

(2) reliable and independent electronic data; or 

(3) a combination of (1) and (2) above. 

4.2.8 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether, in addition to the KYC 

information referred to in paragraph 4.2.6 above, any other KYC information 
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collected about the customer should be verified from reliable and independent 

documentation, reliable and independent electronic data or a combination of 

the two. 

Responding to discrepancies 

4.2.9 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to respond to any discrepancy that arises in the 

course of verifying KYC information collected about a customer so that the 

reporting entity can determine whether it is reasonably satisfied that the 

customer is the person that he or she claims to be. 

Documentation-based safe harbour procedure where ML/TF risk is medium or lower 

4.2.10 Paragraph 4.2.11 sets out one procedure for documentation-based verification 

which a reporting entity may include in an AML/CTF program to comply with 

its obligations under paragraphs 4.2.3 to 4.2.8, and 4.9.1 to 4.9.3 of these 

Rules where the relationship with the customer is of medium or lower ML/TF 

risk.  Paragraph 4.2.11 does not preclude a reporting entity from meeting the 

requirements of paragraphs 4.2.3 to 4.2.8, and 4.9.1 to 4.9.3 of these Rules in 

another way where the relationship with the customer is of medium or lower 

ML/TF risk. 

4.2.11 An AML/CTF program that requires the reporting entity to do the following 

will be taken to meet the requirements of paragraphs 4.2.3 to 4.2.8 and 4.9.2 to 

4.9.3 of these Rules in respect of a customer, where a reporting entity 

determines that the relationship with that customer is of medium or lower risk: 

(1) collect the KYC information described in paragraph 4.2.3 or 4.2.4 (as 

the case may be); 

(2) verify the customer’s name and either the customer’s residential address 

or date of birth, or both, from: 

(a) an original or certified copy of a primary photographic 

identification document; or 

(b) both: 

(i) an original or certified copy of a primary non-photographic 

identification document; and 

(ii) an original or certified copy of a secondary identification 

document; and 

(3) verify that any document produced about the customer has not expired 

(other than in the case of a passport issued by the Commonwealth that 

expired within the preceding two years). 
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Electronic-based safe harbour procedure where ML/TF Risk is medium or lower 

4.2.12 Paragraph 4.2.13 sets out one procedure for electronic verification which a 

reporting entity may follow to comply with its obligations under paragraphs 

4.2.3 to 4.2.8, and 4.10.1 of these Rules where the relationship with the 

customer is of medium or lower ML/TF risk.  Paragraph 4.2.13 does not 

preclude a reporting entity from meeting the requirements of paragraphs 4.2.3 

to 4.2.8, and 4.10.1 of these Rules in another way where the relationship with 

the customer is of medium or lower ML/TF risk. 

4.2.13 Part B of an AML/CTF program that requires the reporting entity to do the 

following will be taken to meet the requirements of paragraphs 4.2.3 to 4.2.8 

and 4.10.1 of these Rules in respect of a customer, where a reporting entity 

determines that the relationship with the customer is of medium or lower risk: 

(1) collect the KYC information described in paragraph 4.2.3 or 4.2.4 (as 

the case may be) about a customer; 

(2) verify, having regard to the matters set out in subparagraph 4.10.2(1): 

(a) the customer’s name; and  

(b) either: 

(i) the customer’s residential address; or 

(ii) the customer’s date of birth; or 

(iii) both (i) and (ii); or  

(c) that the customer has a transaction history for at least the past 3 

years. 

4.2.14 For subparagraphs 4.2.13(2)(a) and (b), verification must be undertaken by the 

reporting entity through the use of reliable and independent electronic data 

from at least two separate data sources.  

Part 4.3 Applicable customer identification procedure with 
respect to companies 

4.3.1 In so far as a reporting entity has any customer who is a domestic or a foreign 

company, an AML/CTF program must comply with the requirements specified 

in Part 4.3 of these Rules. 

4.3.2 An AML/CTF program must include appropriate risk-based systems and 

controls that are designed to enable the reporting entity to be reasonably 

satisfied, where a customer is a company, that: 

(1) the company exists; and 

(2) in respect to beneficial owners, the reporting entity has complied with 

the requirements specified in Part 4.12 of these Rules.  
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Existence of the company - collection of minimum information 

4.3.3 An AML/CTF program must include a procedure for the reporting entity to 

collect, at a minimum, the following KYC information about a company: 

(1) in the case of a domestic company: 

(a) the full name of the company as registered by ASIC; 

(b) the full address of the company’s registered office; 

(c) the full address of the company’s principal place of business, if 

any; 

(d) the ACN issued to the company;  

(e) whether the company is registered by ASIC as a proprietary or 

public company; and 

(f) if the company is registered as a proprietary company, the name of 

each director of the company; 

(2) in the case of a registered foreign company: 

(a) the full name of the company as registered by ASIC; 

(b) the full address of the company’s registered office in Australia; 

(c) the full address of the company’s principal place of business in 

Australia (if any) or the full name and address of the company’s 

local agent in Australia, if any; 

(d) the ARBN issued to the company; 

(e) the country in which the company was formed, incorporated or 

registered;  

(f) whether the company is registered by the relevant foreign 

registration body and if so whether it is registered as a private or 

public company or some other type of company; and  

(g) if the company is registered as a private company by the relevant 

foreign registration body - the name of each director of the 

company; 

(3) in the case of an unregistered foreign company: 

(a) the full name of the company; 

(b) the country in which the company was formed, incorporated or 

registered; 
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(c) whether the company is registered by the relevant foreign 

registration body and if so: 

(i) any identification number issued to the company by the 

relevant foreign registration body upon the company’s 

formation, incorporation or registration; 

(ii) the full address of the company in its country of formation, 

incorporation or registration as registered by the relevant 

foreign registration body; and 

(iii) whether it is registered as a private or public company or 

some other type of company by the relevant foreign 

registration body;  

(d) if the company is registered as a private company by the relevant 

foreign registration body - the name of each director of the 

company; and 

(e) if the company is not registered by the relevant foreign registration 

body, the full address of the principal place of business of the 

company in its country of formation or incorporation. 

4.3.4 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether, in addition to the KYC 

information referred to in paragraph 4.3.3, any other KYC information relating 

to the company’s existence will be collected in respect of a company. 

Existence of company – verification of information 

4.3.5 An AML/CTF program must include a procedure for the reporting entity to 

verify, at a minimum, the following information about a company: 

(1) in the case of a domestic company: 

(a) the full name of the company as registered by ASIC; 

(b) whether the company is registered by ASIC as a proprietary or 

public company; and 

(c) the ACN issued to the company; 

(2) in the case of a registered foreign company: 

(a) the full name of the company as registered by ASIC; 

(b) whether the company is registered by the relevant foreign 

registration body and if so whether it is registered as a private or 

public company; and  

(c) the ARBN issued to the company;  
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(3) in the case of an unregistered foreign company: 

(a) the full name of the company; and 

(b) whether the company is registered by the relevant foreign 

registration body and if so: 

(i) any identification number issued to the company by the 

relevant foreign registration body upon the company’s 

formation, incorporation or registration; and 

(ii) whether the company is registered as a private or public 

company. 

4.3.6 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether, in addition to the KYC 

information referred to in paragraph 4.3.5, any other KYC information 

referred to in paragraph 4.3.3 or other KYC information relating to the 

company’s existence collected in respect of the company, should be verified. 

4.3.7 In determining whether, and what, additional information will be collected 

and/or verified in respect of a company pursuant to paragraphs 4.3.4 and/or 

4.3.6, the reporting entity must have regard to ML/TF risk relevant to the 

provision of the designated service. 

4.3.8 If an AML/CTF program includes the simplified company verification 

procedure described below with respect to a company that is: 

(1) a domestic listed public company; 

(2) a majority owned subsidiary of a domestic listed public company; or 

(3) licensed and subject to the regulatory oversight of a Commonwealth, 

State or Territory statutory regulator in relation to its activities as a 

company; 

an AML/CTF program is taken to comply with the requirements of paragraphs 

4.3.5, 4.3.6 and 4.3.7 of these Rules in so far as those customers are 

concerned. 

 

Simplified Company Verification Procedure 

The reporting entity must confirm that the company is: 

(1) a domestic listed public company; 

(2) a majority owned subsidiary of a domestic listed public company; or  

(3) licensed and subject to the regulatory oversight of a Commonwealth, 

State or Territory statutory regulator in relation to its activities as a 

company; 

by obtaining one or a combination of the following: 

(4) a search of the relevant domestic stock exchange; 

(5) a public document issued by the relevant company;  

(6) a search of the relevant ASIC database;  
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(7) a search of the licence or other records of the relevant regulator. 

 

4.3.9 (1) An AML/CTF program may include appropriate risk-based systems and 

controls for the reporting entity to determine whether and in what 

manner to verify the existence of a foreign company by confirming that 

the foreign company is a foreign listed public company. 

(2) If an AML/CTF program includes systems and controls of that kind, the 

AML/CTF program must include a requirement that, in determining 

whether and in what manner to verify the existence of a foreign listed 

public company in accordance with those systems and controls, the 

reporting entity must have regard to ML/TF risk relevant to the provision 

of the designated service, including the location of the foreign stock or 

equivalent exchange (if any). 

(3) If an AML/CTF program includes systems and controls of that kind, an 

AML/CTF program is taken to comply with the requirements of 

paragraphs 4.3.5, 4.3.6 and 4.3.7 of these Rules in so far as those 

customers are concerned. 

Methods of verification 

4.3.10 Subject to paragraph 4.3.11, an AML/CTF program must require that the 

verification of information about a company be based as far as possible on: 

(1) reliable and independent documentation; 

(2) reliable and independent electronic data; or 

(3) a combination of (1) and (2) above. 

4.3.11 For the purposes of subparagraph 4.3.10(1), ‘reliable and independent 

documentation’ includes a disclosure certificate that verifies information about 

the beneficial owners of a company if a reporting entity is permitted to obtain 

a disclosure certificate as described in Chapter 30. 

4.3.12 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether to rely on a disclosure 

certificate to verify information about a foreign company where such 

information is not otherwise reasonably available. 

4.3.13 An AML/CTF program must include a requirement that, in determining 

whether to rely on a disclosure certificate to verify information in relation to a 

foreign company in accordance with the requirements of paragraph 4.3.12 

above, the reporting entity must have regard to ML/TF risk relevant to the 

provision of the designated service, including the jurisdiction of incorporation 

of the foreign company as well as the jurisdiction of the primary operations of 

the foreign company and the location of the foreign stock or equivalent 

exchange (if any). 
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Responding to discrepancies 

4.3.14 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to respond to any discrepancy that arises in the 

course of verifying information about a company, so that the reporting entity 

can determine whether it is reasonably satisfied about the matters referred to in 

subparagraphs 4.3.2(1) and (2). 

Part 4.4 Applicable customer identification procedure with 
respect to trustees 

4.4.1 In so far as a reporting entity has any customer who acts in the capacity of a 

trustee of a trust, an AML/CTF program must comply with the requirements 

specified in Part 4.4 of these Rules. 

4.4.2 An AML/CTF program must include appropriate risk-based systems and 

controls that are designed to enable the reporting entity to be reasonably 

satisfied, where a person notifies the reporting entity that the person is a 

customer of the reporting entity in the person’s capacity as the trustee of a 

trust, that: 

(1) the trust exists; and 

(2) the name of each trustee and beneficiary, or a description of each class 

of beneficiary, of the trust has been provided.  

Existence of the trust - collection and verification of information 

4.4.3 An AML/CTF program must include a procedure for the reporting entity to 

collect, at a minimum, the following KYC information about a customer: 

(1) the full name of the trust;  

(2) the full business name (if any) of the trustee in respect of the trust; 

(3) the type of the trust; 

(4) the country in which the trust was established;  

(5) the full name of the settlor of the trust, unless: 

(a) the material asset contribution to the trust by the settlor at the 

time the trust is established is less than $10,000; or 

(b) the settlor is deceased; or 

(c) the trust is verified using the simplified trustee verification 

procedure under paragraph 4.4.8 of these Rules.  

(6) if any of the trustees is an individual, then in respect of one of those 

individuals – the information required to be collected about an 
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individual under the applicable customer identification procedure with 

respect to individuals set out in an AML/CTF program;  

(7) if any of the trustees is a company, then in respect of one of those 

companies – the information required to be collected about a company 

under the applicable customer identification procedure with respect to 

companies set out in an AML/CTF program; and 

(8) if the trustees comprise individuals and companies then in respect of 

either an individual or a company – the information required to be 

collected about the individual or company (as the case may be) under 

the applicable customer identification with respect to the individual or 

company set out in an AML/CTF program. 

4.4.4 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether, in addition to the KYC 

information referred to in paragraph 4.4.3, any other KYC information relating 

to the trust’s existence will be collected in respect of a trust. 

4.4.5 An AML/CTF program must include a procedure for the reporting entity to 

verify, at a minimum: 

(1) the full name of the trust from a trust deed, certified copy or certified 

extract of the trust deed, reliable and independent documents relating to 

the trust or reliable and independent electronic data;  

(2) if any of the trustees is an individual, then in respect of one of those 

individuals – information about the individual in accordance with the 

applicable customer identification procedure with respect to individuals 

set out in an AML/CTF program;  

(3) if any of the trustees is a company, then in respect of one of those 

companies – information about the company in accordance with the 

applicable customer identification procedure with respect to companies 

set out in an AML/CTF program;  

(4) if the trustees comprise individuals and companies then in respect of 

either an individual or a company – the information about the individual 

or company (as the case may be) in accordance with the applicable 

procedures  with respect to the individual or company set out in an 

AML/CTF program; and 

(5) the full name of the settlor of the trust, unless: 

(a) the material asset contribution to the trust by the settlor at the 

time the trust is established is less than $10,000; or 

(b) the settlor is deceased; or 

(c) the trust is verified using the simplified trustee verification 

procedure under paragraph 4.4.8 of these Rules.  
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4.4.6 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether and to what extent, in 

addition to the KYC information referred to in paragraph 4.4.5, any other 

KYC information relating to the trust’s existence collected in respect of the 

trust should be verified. 

4.4.7 In determining whether, and what, additional information will be collected 

and/or verified in respect of a trust pursuant to paragraphs 4.4.4 and/or 4.4.6, 

the reporting entity must have regard to ML/TF risk relevant to the provision 

of the designated service. 

4.4.8 If an AML/CTF program includes the simplified trustee verification procedure 

described below with respect to a trust that is:  

(1) a managed investment scheme registered by ASIC;  

(2) a managed investment scheme that is not registered by ASIC and that: 

(a) only has wholesale clients; and 

(b) does not make small scale offerings to which section 1012E of the 

Corporations Act 2001 applies; 

(3) registered and subject to the regulatory oversight of a Commonwealth 

statutory regulator in relation to its activities as a trust; or 

(4) a government superannuation fund established by legislation; 

an AML/CTF program is taken to comply with the requirements of paragraphs 

4.4.5, 4.4.6 and 4.4.7 of these Rules in so far as those customers are 

concerned. 

 

Simplified Trustee Verification Procedure 

The reporting entity must verify that the trust is: 

(1) a managed investment scheme registered by ASIC; 

(2) a managed investment scheme that is not registered by ASIC and that: 

 (a) only has wholesale clients; and 

 (b) does not make small scale offerings to which section 1012E of 

the Corporations Act 2001 applies; 

(3) registered and subject to the regulatory oversight of a Commonwealth 

statutory regulator in relation to its activities as a trust; or 

(4) a government superannuation fund established by legislation. 

 

Trustees and beneficiaries– collection and verification of information 

4.4.9 An AML/CTF program must include a procedure for the reporting entity to 

collect, at a minimum, the following KYC information about a customer 

(other than a trustee in respect of a trust to which paragraph 4.4.13 or 4.4.14 

applies): 
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(1) the full name and address of each trustee in respect of the trust; and  

(2) either: 

(a) the full name of each beneficiary in respect of the trust; or 

(b) if the terms of the trust identify the beneficiaries by reference to 

membership of a class – details of the class.  

4.4.10 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether, in addition to the KYC 

information referred to in paragraph 4.4.9, any other KYC information relating 

to the trustees, or beneficiaries will be collected in respect of the trust.  

4.4.11 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether and, if so, in what 

manner to verify the name of any or each trustee or beneficiary, or details of 

any or each class of beneficiaries, or any other KYC information collected 

pursuant to a procedure of the kind described in paragraph 4.4.9, from the 

sources described in paragraph 4.4.15. 

4.4.12 An AML/CTF program must include a requirement that, in determining 

whether and what KYC information will be collected and/or verified in respect 

of a trust and the extent to which any KYC information is verified, pursuant to 

a procedure of the kind described in paragraphs 4.4.10 and/or 4.4.11, the 

reporting entity must have regard to ML/TF risk relevant to the provision of 

the designated service. 

4.4.13 An AML/CTF program need not include the requirements specified in 

paragraphs 4.4.9 to 4.4.12 in relation to a trust that is: 

(1) a managed investment scheme registered by ASIC; 

(2) a managed investment scheme that is not registered by ASIC and that: 

(a) only has wholesale clients; and 

(b) does not make small scale offerings to which section 1012E of the 

Corporations Act 2001 applies; or 

(3) a government superannuation fund established by legislation. 

4.4.14 An AML/CTF program need not include the requirements specified in 

paragraph 4.4.9 in relation to a trust that is registered and subject to the 

regulatory oversight of a Commonwealth statutory regulator in relation to its 

activities as a trust. 

Methods of verification 

4.4.15 Subject to paragraph 4.4.16, an AML/CTF program must require that the 

verification of information about a trust be based on: 
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(1) a trust deed, certified copy or certified extract of a trust deed; 

(2) reliable and independent documents relating to the trust; 

(3) reliable and independent electronic data; or 

(4) a combination of (1) to (3) above. 

4.4.16 For the purposes of subparagraph 4.4.15(2), ‘reliable and independent 

documents relating to the trust’ includes a disclosure certificate that verifies 

information about a trust where: 

(1) the verification is for the purposes of a procedure of the kind described 

in paragraphs 4.4.6 or 4.4.11 of these Rules; and 

(2) the information to be verified is not otherwise reasonably available from 

the sources described in paragraph 4.4.15. 

Responding to discrepancies 

4.4.17 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to respond to any discrepancy that arises in the 

course of verifying information about a customer so that the reporting entity 

can determine whether it is reasonably satisfied about the matters referred to in 

subparagraphs 4.4.2(1) and (2).  

Part 4.5 Applicable customer identification procedure with 
respect to partners 

4.5.1 In so far as a reporting entity has any customer who acts in the capacity of a 

partner in a partnership, an AML/CTF program must comply with the 

requirements specified in Part 4.5 of these Rules. 

4.5.2 An AML/CTF program must include appropriate risk-based systems and 

controls that are designed to enable the reporting entity to be reasonably 

satisfied, where a person notifies the reporting entity that the person is a 

customer of the reporting entity in the person’s capacity as a partner in a 

partnership, that: 

(1) the partnership exists; and 

(2) the name of each of the partners in the partnership has been provided in 

accordance with subparagraph 4.5.3(5). 

Collection and verification of information 

4.5.3 An AML/CTF program must include a procedure for the reporting entity to 

collect, at a minimum, the following KYC information and documentation 

about a customer: 

(1) the full name of the partnership;  
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(2) the full business name (if any) of the partnership as registered under any 

State or Territory business names legislation;  

(3) the country in which the partnership was established; 

(4) in respect of one of the partners - the information required to be 

collected about an individual under the applicable customer 

identification procedure with respect to individuals set out in an 

AML/CTF program; and 

(5) the full name and residential address of each partner in the partnership 

except where the regulated status of the partnership is confirmed 

through reference to the current membership directory of the relevant 

professional association. 

4.5.4 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether, in addition to the 

information referred to in paragraph 4.5.3, any other KYC information will be 

collected in respect of a partnership. 

4.5.5 An AML/CTF program must include a procedure for the reporting entity to 

verify at a minimum: 

(1) the full name of the partnership from the partnership agreement, 

certified copy or certified extract of the partnership agreement, reliable 

and independent documents relating to the partnership or reliable and 

independent electronic data; and 

(2) information about one of the partners in accordance with the applicable 

customer identification procedure with respect to individuals set out in 

an AML/CTF program. 

4.5.6 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether, and to what extent, in 

addition to the KYC information referred to in paragraph 4.5.5, any other 

KYC information collected in respect of the partnership should be verified. 

Methods of verification 

4.5.7 Subject to paragraph 4.5.8, an AML/CTF program must require that the 

verification of information about a partnership be based on: 

(1) a partnership agreement, certified copy or certified extract of a 

partnership agreement; 

(2) a certified copy or certified extract of minutes of a partnership meeting; 

(3) reliable and independent documents relating to the partnership; 

(4) reliable and independent electronic data; or 

(5) a combination of (1) to (4) above. 
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4.5.8 For the purposes of subparagraph 4.5.7(3), ‘reliable and independent 

documents relating to the partnership’ includes a disclosure certificate that 

verifies information about a partnership where: 

(1) the verification is for the purposes of a procedure of the kind described 

in paragraph 4.5.6 of these Rules; and 

(2) the information to be verified is not otherwise reasonably available from 

the sources described in paragraph 4.5.7. 

Responding to discrepancies 

4.5.9 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to respond to any discrepancy that arises in the 

course of verifying information about a customer so that the reporting entity 

can determine whether it is reasonably satisfied about the matters referred to in 

subparagraphs 4.5.2(1) and (2).  

Part 4.6 Applicable customer identification procedure with 
respect to associations 

4.6.1 In so far as a reporting entity has any customer who is an incorporated or 

unincorporated association, an AML/CTF program must comply with the 

requirements specified in Part 4.6 of these Rules. 

4.6.2 An AML/CTF program must include appropriate risk-based systems and 

controls that are designed to enable the reporting entity to be reasonably 

satisfied, where a customer notifies the reporting entity that it is an 

incorporated or unincorporated association, that: 

(1) the association exists; and 

(2) the names of any members of the governing committee (howsoever 

described) of the association have been provided.  

Collection and verification of information 

4.6.3 An AML/CTF program must include a procedure for the reporting entity to 

collect, at a minimum, the following KYC information about an incorporated 

or unincorporated association: 

(1) if the customer notifies the reporting entity that it is an incorporated 

association: 

(a) the full name of the association;  

(b) the full address of the association’s principal place of 

administration or registered office (if any) or the residential 

address of the association’s public officer or (if there is no such 

person) the association’s president, secretary or treasurer; 
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(c) any unique identifying number issued to the association upon its 

incorporation by the State, Territory or overseas body responsible 

for the incorporation of the association; and 

(d) the full name of the chairman, secretary and treasurer or 

equivalent officer in each case of the association; and 

(2) if the person notifies the reporting entity that he or she is a customer in 

his or her capacity as a member of an unincorporated association: 

(a) the full name of the association; 

(b) the full address of the association’s principal place of 

administration (if any); 

(c) the full name of the chairman, secretary and treasurer or 

equivalent officer in each case of the association; and 

(d) in respect of the member – the information required to be 

collected about an individual under the applicable customer 

identification procedure with respect to individuals set out in an 

AML/CTF program. 

4.6.4 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether, in addition to the KYC 

information referred to in paragraph 4.6.3, any other KYC information will be 

collected in respect of an association. 

4.6.5 An AML/CTF program must include a procedure for the reporting entity to at 

a minimum: 

(1) if the customer is an incorporated association - verify from information 

provided by ASIC or by the State, Territory or overseas body 

responsible for the incorporation of the association or from the rules or 

constitution of the association or from a certified copy or certified 

extract of the rules or constitution of the association or from reliable and 

independent documents relating to the association or from reliable and 

independent electronic data: 

(a) the full name of the incorporated association; and  

(b) any unique identifying number issued to the incorporated 

association upon its incorporation; and 

(2) if the customer notifies the reporting entity that he or she is a customer 

in his or her capacity as a member of an unincorporated association: 

(a) verify the full name (if any) of the association from the rules or 

constitution of the association or from a certified copy or certified 

extract of the rules or constitution of the association or from 

reliable and independent documents relating to the association or 

from reliable and independent electronic data; and 
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(b) verify information about the member in accordance with the 

applicable customer identification procedure with respect to 

individuals set out in an AML/CTF program. 

4.6.6 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether and to what extent, in 

addition to the KYC information referred to in paragraph 4.6.5, any other 

KYC information collected in respect of the association should be verified. 

Methods of verification 

4.6.7 Subject to paragraph 4.6.8, an AML/CTF program must require that the 

verification of information about an association be based on: 

(1) the constitution or rules of the association or a certified copy or certified 

extract of the constitution or rules of the association; 

(2) the minutes of meeting of the association or a certified copy or certified 

extract of minutes of meeting of the association; 

(3) in the case of an incorporated association, information provided by 

ASIC or by the State, Territory or overseas body responsible for the 

incorporation of the association; 

(4) reliable and independent documents relating to the association; 

(5) reliable and independent electronic data; or 

(6) a combination of (1)–(5) above. 

4.6.8 For the purposes of subparagraph 4.6.7(4), ‘reliable and independent 

documents relating to the association’ includes a disclosure certificate that 

verifies information about an association where: 

(1) the verification is for the purposes of a procedure of the kind described 

in paragraph 4.6.6 of these Rules; and  

(2) the information to be verified is not otherwise reasonably available from 

the sources described in paragraph 4.6.7. 

Responding to discrepancies 

4.6.9 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to respond to any discrepancy that arises in the 

course of verifying information about an association so that the reporting 

entity can determine whether it is reasonably satisfied about the matters 

referred to in subparagraphs 4.6.2(1) and (2). 
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Part 4.7 Applicable customer identification procedure with 
respect to registered co-operatives 

4.7.1 In so far as a reporting entity has any customer who is a registered 

co-operative, an AML/CTF program must comply with the requirements 

specified in Part 4.7 of these Rules.  

4.7.2 An AML/CTF program must include appropriate risk-based systems and 

controls that are designed to enable the reporting entity to be reasonably 

satisfied, where a customer notifies the reporting entity that it is a registered 

co-operative, that: 

(1) the co-operative exists; and 

(2) the names of the chairman, secretary or equivalent officer in each case 

of the co-operative have been provided.  

Collection and verification of information 

4.7.3 An AML/CTF program must include a procedure for the reporting entity to 

collect, at a minimum, the following KYC information about a registered 

co-operative: 

(1) the full name of the co-operative;  

(2) the full address of the co-operative’s registered office or principal place 

of operations (if any) or the residential address of the co-operative’s 

secretary or (if there is no such person) the co-operative’s president or 

treasurer; 

(3) any unique identifying number issued to the co-operative upon its 

registration by the State, Territory or overseas body responsible for the 

registration of the co-operative; and 

(4) the full name of the chairman, secretary and treasurer or equivalent 

officer in each case of the co-operative.  

4.7.4 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether, in addition to the 

information referred to in paragraph 4.7.3, any other KYC information will be 

collected in respect of a registered co-operative. 

4.7.5 An AML/CTF program must include a procedure for the reporting entity to, at 

a minimum, verify from information provided by ASIC or by the State, 

Territory or overseas body responsible for the registration of the co-operative 

or from any register maintained by the co-operative or a certified copy or 

certified extract of any register maintained by the co-operative or from reliable 

and independent documents relating to the co-operative or from reliable and 

independent electronic data: 

(1) the full name of the co-operative; and  
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(2) any unique identifying number issued to the co-operative upon its 

registration. 

4.7.6 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether and to what extent, in 

addition to the KYC information referred to in paragraph 4.7.5, any other 

KYC information relating to the registered co-operative should be verified. 

Methods of verification 

4.7.7 Subject to paragraph 4.7.8, an AML/CTF program must require that the 

verification of information about a registered co-operative be based on: 

(1) any register maintained by the co-operative or a certified copy or 

certified extract of any register maintained by the co-operative; 

(2) any minutes of meeting of the co-operative or a certified copy or 

certified extract of any minutes of meeting of the co-operative; 

(3) information provided by the State, Territory or overseas body 

responsible for the registration of the co-operative; 

(4) reliable and independent documents relating to the co-operative; 

(5) reliable and independent electronic data; or 

(6) a combination of (1)–(5) above. 

4.7.8 For the purposes of subparagraph 4.7.7(4), ‘reliable and independent 

documents relating to the co-operative’ includes a disclosure certificate that 

verifies information about a registered co-operative where: 

(1) the verification is for the purposes of a procedure of the kind described 

in paragraph 4.7.7 of these Rules; and 

(2) the information to be verified is not otherwise reasonably available from 

the sources described in paragraph 4.7.7. 

Responding to discrepancies 

4.7.9 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to respond to any discrepancy that arises in the 

course of verifying information about a registered co-operative so that the 

reporting entity can determine whether it is reasonably satisfied about the 

matters referred to in subparagraphs 4.7.2(1) and (2). 
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Part 4.8 Applicable customer identification procedure with 
respect to government bodies 

4.8.1 In so far as a reporting entity has any customer who is a government body an 

AML/CTF program must comply with the requirements specified in Part 4.8 

and (in so far as they are applicable) Parts 4.9 and 4.10. 

4.8.2 An AML/CTF program must include appropriate risk-based systems and 

controls that are designed to enable the reporting entity to be reasonably 

satisfied, where a customer notifies the reporting entity that it is a government 

body, that: 

(1) the government body exists; and 

(2) in the case of certain kinds of government bodies – information about 

the beneficial owners of the government body has been provided, where 

sought by the reporting entity. 

Collection and verification of information 

4.8.3 An AML/CTF program must include a procedure for the reporting entity to 

collect, at a minimum, the following KYC information about a government 

body: 

(1) the full name of the government body;  

(2) the full address of the government body’s principal place of operations;  

(3) whether the government body is an entity or emanation, or is established 

under legislation, of the Commonwealth; and 

(4) whether the government body is an entity or emanation, or is established 

under legislation, of a State, Territory, or a foreign country and the 

name of that State, Territory or country. 

4.8.4 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether, in addition to the KYC 

information referred to in paragraph 4.8.3 above, any other KYC information 

will be collected in respect of a government body. 

4.8.5 An AML/CTF program must include a procedure for the reporting entity to 

verify the information collected under paragraph 4.8.3 from reliable and 

independent documentation, reliable and independent electronic data or a 

combination of both. 

4.8.6 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether, in addition to carrying 

out the procedure described in paragraph 4.8.5, any KYC information 

collected under paragraph 4.8.4 should be verified. 
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Beneficial ownership in respect of foreign government entities 

4.8.7 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether to collect any KYC 

information about the ownership or control of a government body that is an 

entity or emanation, or is established under legislation, of a foreign country. 

4.8.8 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether to verify any KYC 

information collected pursuant to a procedure of the kind described in 

paragraph 4.8.7 from reliable and independent documentation, reliable and 

independent electronic data or a combination of both. 

Responding to discrepancies 

4.8.9 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to respond to any discrepancy that arises in the 

course of verifying information about a government body so that the reporting 

entity can determine whether it is reasonably satisfied about the matters 

referred to in subparagraphs 4.8.2(1) and (2). 

Part 4.9 Verification from documentation 

Verification with respect to individuals 

4.9.1 In so far as an AML/CTF program provides for the verification of KYC 

information about an individual by means of reliable and independent 

documentation, an AML/CTF program must comply with the requirements 

specified in paragraphs 4.9.2 and 4.9.3. 

4.9.2 An AML/CTF program must require that the reporting entity be satisfied that 

any document from which the reporting entity verifies KYC information about 

an individual has not expired (other than in the case of a passport issued by the 

Commonwealth that expired within the preceding two years). 

4.9.3 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine: 

(1) what reliable and independent documentation the reporting entity will 

require for the purpose of verifying the individual’s name and date of 

birth and/or residential address (as the case may be); 

(2) if any other KYC information about an individual is to be verified – 

what reliable and independent documentation may be used to verify that 

information; 

(3) whether, and in what circumstances, the reporting entity is prepared to 

rely upon a copy of a reliable and independent document; 

(4) in what circumstances a reporting entity will take steps to determine 

whether a document produced about an individual may have been 
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forged, tampered with, cancelled or stolen and, if so, what steps the 

reporting entity will take to establish whether or not the document has 

been forged, tampered with, cancelled or stolen; 

(5) whether the reporting entity will use any authentication service that may 

be available in respect of a document; and 

(6) whether, and how, to confirm KYC information  about an individual by 

independently initiating contact with the person that the individual 

claims to be. 

Verification with respect to persons other than individuals 

4.9.4 In so far as an AML/CTF program provides for the verification of KYC 

information about a customer who is not an individual by means of reliable 

and independent documentation, an AML/CTF program must comply with the 

requirements specified in paragraph 4.9.5. 

4.9.5 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine: 

(1) what and how many reliable and independent documents the reporting 

entity will use for the purpose of verification; 

(2) whether a document is sufficiently contemporaneous for use in 

verification; 

(3) whether, and in what circumstances, the reporting entity is prepared to 

rely upon a copy of a reliable and independent document; 

(4) in what circumstances the reporting entity will take steps to determine 

whether a document produced about a customer may have been 

cancelled, forged, tampered with or stolen and, if so, what steps the 

reporting entity will take to establish whether or not the document has 

been cancelled, forged, tampered with or stolen; 

(5) whether the reporting entity will use any authentication service that may 

be available in respect of a document; and 

(6) whether, and how, to confirm information about a customer by 

independently initiating contact with the customer. 

Part 4.10 Verification from reliable and independent electronic data 

4.10.1 In so far as an AML/CTF program provides for the verification of KYC 

information collected about a customer by means of reliable and independent 

electronic data, an AML/CTF program must comply with the requirements 

specified in paragraph 4.10.2. 

4.10.2 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine: 
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(1) whether the electronic data is reliable and independent, taking into 

account the following factors: 

(a) the accuracy of the data; 

(b) how secure the data is; 

(c) how the data is kept up-to-date; 

(d) how comprehensive the data is (for example, by reference to the 

range of persons included in the data and the period over which the 

data has been collected); 

(e) whether the data has been verified from a reliable and independent 

source;  

(f) whether the data is maintained by a government body or pursuant 

to legislation; and 

(g) whether the electronic data can be additionally authenticated; and 

(2) what reliable and independent electronic data the reporting entity will 

use for the purpose of verification;  

(3) the reporting entity’s pre-defined tolerance levels for matches and 

errors; and 

(4) whether, and how, to confirm KYC information collected about a 

customer by independently initiating contact with the person that the 

customer claims to be. 

Part 4.11 Agents of customers 

Agents of customers who are individuals 

4.11.1 For the purposes of paragraph 89(1)(b) and 89(2)(b) of the AML/CTF Act, 

paragraphs 4.11.2 to 4.11.4 of these Rules apply in relation to an agent of a 

customer who is an individual where that agent is authorised to act for or on 

behalf of the customer in relation to a designated service. 

4.11.2 An AML/CTF program must include a procedure for the reporting entity to 

collect, at a minimum, the following information and documentation (if any) 

about the customer: 

(1) the full name of each individual who purports to act for or on behalf of 

the customer with respect to the provision of a designated service by the 

reporting entity; and 

(2) evidence (if any) of the customer’s authorisation of any individual 

referred to in subparagraph 4.11.2(1). 
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4.11.3 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether, and to what extent, it 

should verify the identity of any of the individuals referred to in subparagraph 

4.11.2(1). 

4.11.4 An AML/CTF program must require the reporting entity to have regard to the 

ML/TF risk relevant to the provision of the designated service for the purposes 

of determining whether, and to what extent, it should verify the identity of any 

of the individuals referred to in paragraph 4.11.2(1). 

4.11.5 For the purposes of paragraph 89(1)(b) and 89(2)(b)of the AML/CTF Act, 

paragraphs 4.11.6 to 4.11.8 of these Rules apply in relation to an agent of a 

customer who is not acting in his or her capacity as an individual where that 

agent is authorised to act for or on behalf of the customer in relation to a 

designated service. 

4.11.6 An AML/CTF program must include a procedure for the reporting entity to 

collect, at a minimum, the following information and documentation  about 

the customer: 

(1) the full name of each individual who purports to act for or on behalf of 

the customer with respect to the provision of a designated service by the 

reporting entity; and 

(2) evidence of the customer’s authorisation of any individual referred to in 

subparagraph 4.11.6(1). 

4.11.7 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether, and to what extent, it 

should verify the identity of any of the individuals referred to in subparagraph 

4.11.6(1). 

4.11.8 An AML/CTF program must require the reporting entity to have regard to the 

ML/TF risk relevant to the provision of the designated service for the purposes 

of determining whether, and to what extent, it should verify the identity of any 

of the individuals referred to in subparagraph 4.11.6(1). 

Verifying officers and agents of non-natural customers 

4.11.9 An AML/CTF program may provide for an agent of a customer who is a 

non-natural person to be identified by the customer’s verifying officer, 

provided the requirements in paragraphs 4.11.12 to 4.11.13 are met. 

4.11.10 In so far as: 

(1) an AML/CTF program provides for an agent of a non-natural customer 

to be identified by a verifying officer; and 

(2) the requirements in paragraphs 4.11.12 to 4.11.13 of these Rules are 

met; 
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an AML/CTF program need not apply the requirements in 4.11.6 to 4.11.8 of 

these Rules in relation to that agent. 

Appointment of a verifying officer 

4.11.11 A verifying officer is a person appointed by a customer to act as a verifying 

officer for the purposes of these Rules.  A person may be appointed as a 

verifying officer if he or she is an employee, agent or contractor of the 

customer. 

Identification by a verifying officer 

4.11.12 Where an AML/CTF program provides for an agent to be identified by a 

verifying officer, an AML/CTF program must include a requirement for: 

(1) the agent to be identified by the customer’s verifying officer in 

accordance with paragraph 4.11.13 of these Rules; 

(2) the verifying officer to be identified and verified by the reporting entity 

in accordance with the requirements specified in Chapter 4 of these 

Rules;  

(3) the reporting entity to be provided with evidence of the customer’s 

authorisation of the verifying officer to act as a verifying officer;  

(4) the verifying officer to make and for the customer to retain, a record of 

all matters collected pursuant to paragraph 4.11.13; and  

(5) the verifying officer to provide the following to the reporting entity: 

(a) the full name of the agent; and 

(b) a copy of the signature of the agent. 

4.11.13 A verifying officer will be taken to have identified an agent if he or she has 

collected the following: 

(1) the full name of the agent;  

(2) the title of the position or role held by the agent with the customer;  

(3) a copy of the signature of the agent; and  

(4) evidence of the agent’s authorisation to act on behalf of the customer. 

Part 4.12 Collection and Verification of Beneficial Owner 
information 

4.12.1 An AML/CTF program must include appropriate systems and controls for 

the reporting entity to determine the beneficial owner of each customer and 

carry out the following, either before the provision of a designated service to 
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the customer or as soon as practicable after the designated service has been 

provided: 

(1) collect, (including from the customer, where applicable) and take 

reasonable measures to verify: 

(a) each beneficial owner’s full name, and  

(b)  the beneficial owner’s date of birth; or  

(c) the beneficial owner’s full residential address.  

4.12.2 The requirements of paragraph 4.12.1 may be modified: 

(1) for a customer who is an individual, the reporting entity may assume 

that the customer and the beneficial owner are one and the same, unless 

the reporting entity has reasonable grounds to consider otherwise; 

(2) for a customer who is: 

(a) a company which is verified under the simplified company 

verification procedure under paragraph 4.3.8 of these Rules; 

(b) a trust which is verified under the simplified trustee verification 

procedure under paragraph 4.4.8 of these Rules;  

(c) an Australian Government Entity; or 

(d) for a customer who is a foreign listed public company subject to 

disclosure requirements (whether by stock exchange rules or by 

law or enforceable means) to ensure transparency of beneficial 

ownership which are the same as, or are comparable to, the 

requirements in Australia; 

then, 

(e) paragraph 4.12.1 need not be applied. 

 

Note:  The terms ‘foreign company’, ‘listed public company’ and ‘foreign listed 

public company’ are defined in Chapter 1 of the AML/CTF Rules. 

4.12.3 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to determine whether, in addition to the 

information referred to in paragraph 4.12.1 above, any other information will 

be collected and verified  about any beneficial owner.  

Note: Reporting entities should consider the requirements in the Privacy Act 1988 

relating to the collection and handling of information about beneficial 

owners.  
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Verification 

4.12.4 An AML/CTF program must require that the verification of information 

collected about each beneficial owner of a customer be based on: 

(1) reliable and independent documentation; 

(2) reliable and independent electronic data; or 

(3) a combination of (1) and (2) above. 

Safe harbour procedure where ML/TF risk of the beneficial owner is medium or lower 

4.12.5 Paragraph 4.12.7 sets out one procedure for documentation-based 

verification (subparagraphs 4.12.7(2) and (3)) and electronic verification 

(subparagraph 4.12.7(4)) which a reporting entity may include in its 

AML/CTF program to comply with its obligations under paragraph 4.12.1 of 

these Rules where the customer and the beneficial owner of the customer is 

of medium or lower ML/TF risk.  Paragraph 4.12.7 does not preclude a 

reporting entity from meeting the verification requirements of paragraph 

4.12.1 of these Rules in another way where the beneficial owners of the 

customer are of medium or lower ML/TF risk. 

4.12.6 Paragraph 4.12.7 is not applicable if any beneficial owner is a foreign 

politically exposed person.  

4.12.7 An AML/CTF program that requires the reporting entity to do the following 

will be taken to meet the requirements of paragraph 4.12.1 of these Rules in 

respect of the beneficial owners of a customer, where a reporting entity 

determines that the relationship with that customer and the beneficial owner 

is of medium or lower risk: 

(1) collect the information described in paragraph 4.12.1 in regard to each 

beneficial owner; 

Documentation-based safe harbour procedure 

(2) verify each beneficial owner’s full name and either the beneficial 

owner’s full residential address or date of birth, or both, from: 

(a) an original or certified copy of a primary photographic 

identification document; or 

(b) both: 

(i) an original or certified copy of a primary 

non-photographic identification document; and 

(ii) an original or certified copy of a secondary 

identification document; and 
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(3) verify the document produced by the customer in regard to each 

beneficial owner has not expired (other than in the case of a passport 

issued by the Commonwealth that expired within the preceding two 

years); 

Electronic-based safe harbour procedure 

(4) verify each beneficial owner’s full name and either the beneficial 

owner’s full residential address or date of birth, or both, using reliable 

and independent electronic data from at least two separate data sources.  

Responding to discrepancies 

4.12.8 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to respond to any discrepancy that arises in 

the course of verifying information collected about each beneficial owner so 

that the reporting entity can determine that it is reasonably satisfied that each 

beneficial owner is the person that the customer claims they are. 

Procedure to follow where unable to determine the identity of the beneficial owner 

4.12.9 If the reporting entity is unable to ascertain a beneficial owner, the reporting 

entity must identify and take reasonable measures to verify: 

(1) for a company (other than a company which is verified under the 

simplified company verification procedure under paragraph 4.3.8 of 

these Rules) or a partnership, any individual who: 

(a) is entitled (either directly or indirectly) to exercise 25% or more 

of the voting rights, including a power of veto, or 

(b) holds the position of senior managing official (or equivalent); 

(2) for a trust (other than a trust which is verified under the simplified 

trustee verification procedure under paragraph 4.4.8 of these Rules), 

any individual who holds the power to appoint or remove the trustees 

of the trust; 

(3) for an association or a registered co-operative, any individual who: 

(a) is entitled (either directly or indirectly) to exercise 25% or more 

of the voting rights including a power of veto, or 

(b) would be entitled on dissolution to 25% or more of the property 

of the association or registered co-operative, or 

(c) holds the position of senior managing official (or equivalent). 

Note: In addition to the verification procedures set out in Part 4.12, a reporting 

entity may be able to use a disclosure certificate. Details regarding 

disclosure certificates are set out in Chapter 30 of the AML/CTF Rules.  
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Part 4.13 Collection and Verification of Politically Exposed Person 
information 

4.13.1 An AML/CTF program must include appropriate risk-management systems to 

determine whether a customer or beneficial owner is a politically exposed 

person. The determination must occur either before the provision of a 

designated service to the customer or as soon as practicable after the 

designated service has been provided. If it is determined that the customer or 

beneficial owner is a politically exposed person, the reporting entity must 

carry out the applicable steps in this Part.  

4.13.2 An AML/CTF program must include appropriate risk-management systems 

for the reporting entity to undertake each of the following steps for domestic 

politically exposed persons and international organisation politically exposed 

persons: 

(1) in the case of a beneficial owner, comply with the identification 

requirements specified in paragraphs 4.2.3 to 4.2.9 of these Rules as if 

the politically exposed person was the customer; and  

(2) determine whether the person is of high ML/TF risk; and  

(3) if the person is determined to be of high ML/TF risk, then, in addition 

to the action specified in subparagraph 4.13.2(1), carry out the actions 

specified in subparagraphs 4.13.3(2), (3) and (4).  

4.13.3 An AML/CTF program must include appropriate risk-management systems 

for the reporting entity to undertake each of the following steps for foreign 

politically exposed persons and for high ML/TF risk domestic or international 

organisation politically exposed persons: 

(1) in the case of a beneficial owner, comply with the identification 

requirements specified in paragraphs 4.2.3 to 4.2.9 of these Rules as if 

the politically exposed person was the customer; and  

(2) obtain senior management approval before establishing or continuing a 

business relationship with the individual and before the provision, or 

continued provision, of a designated service to the customer;  

(3) take reasonable measures to establish the politically exposed person’s 

source of wealth and source of funds; and  

(4) comply with the obligations in Chapter 15 of these Rules.  

4.13.4 An AML/CTF program must include appropriate risk-based systems and 

controls for the reporting entity to respond to any discrepancy that arises in the 

course of verifying information collected about a politically exposed person, 

so that the reporting entity can be reasonably satisfied that the politically 

exposed person is the person that he or she claims to be.  
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Note: Reporting entities should consider the requirements in the Privacy Act 1988 

relating to the collection and handling of sensitive information about 

politically exposed persons.  

Part 4.14 Exemptions relating to the identification of beneficial 
owners and politically exposed persons 

4.14.1 The requirements in Parts 4.12 and 4.13 of these Rules do not apply to a 

reporting entity which: 

(1) provides a designated service of the type specified in Column 1; and 

(2) is exempt from Division 4 of Part 2 of the AML/CTF Act in 

accordance with the circumstances and conditions of the AML/CTF 

Act or AML/CTF Rules specified in Column 2; 

of the following table: 

 

Column 1 – Relevant 

designated service in 

subsection 6(2), 6(3) or 6(4) 

of the AML/CTF Act 

Column 2 – AML/CTF Act and 

AML/CTF Rules references relevant to 

the exemptions 

Multiple tables – Financial 

Services, Bullion and 

Gambling services 

 

Any of the designated services 

in tables 1, 2 or 3 

Chapter 28 – Applicable customer 

identification procedures in certain 

circumstances – assignment, conveyance, 

sale or transfer of businesses 

Any of the designated services 

in tables 1, 2, or 3 

Chapter 50 – Exemption from applicable 

customer identification procedure in certain 

circumstances 

Item 50 of table 1 or item 14 of 

table 3 

Paragraph 14.4 in Chapter 14 – Thresholds 

for certain designated services 

Table 1 – Financial Services 
 

Any of the designated services  Chapter 66 – Applicable customer 

identification procedures in certain 

circumstances – compulsory partial or total 

transfer of business made under the 

Financial Sector (Business Transfer and 

Group Restructure) Act 1999 

Items 40, 42 or 44 Subsection 39(6) 
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Items 2 or 3 Chapter 35 – Exemption from applicable 

customer identification procedures for 

correspondent banking relationships 

Items 6 or 7 Chapter 39 – Exemption from applicable 

customer identification procedures – 

premium funding loans for a general 

insurance policy 

Items 6, 7, 8, 31, 32, 51 and 53 Chapter 45 – Debt collection 

Item 17 Paragraph 14.2 in Chapter 14 - Thresholds 

for certain designated services 

 

Items 25 or 26 Paragraph 14.3 in Chapter 14 - Thresholds 

for certain designated services 

Item 33 Chapter 38 – Exemption from applicable 

customer identification procedures for the 

sale of shares for charitable purposes 

Item 33 Chapter 49 – International Uniform Give-

Up Agreements 

Items 35 or 46 Chapter 67 -Warrants 

Item 43(a) Part 41.2 in Chapter 41 – Exemption from 

applicable customer identification 

procedures – cashing out of low value 

superannuation funds and for the Departing 

Australia Superannuation Payment 

Items 43 or 45 Part 41.3 in Chapter 41 - Exemption from 

applicable customer identification 

procedures – cashing out of low value 

superannuation funds and for the Departing 

Australia Superannuation Payment 

Table 2 - Bullion 
 

Items 1 or 2 Chapter 33 – Applicable customer 

identification procedure for purchases and 

sales of bullion valued at less than $5000 

Table 3 – Gambling services 
 

Items 5, 6, 9 and 10 Chapter 52 – Persons who are licensed to 

operate no more than 15 gaming machines 
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Reporting entities should note that in relation to activities they undertake to comply 

with the AML/CTF Act, they will have obligations under the Privacy Act 1988, 

including the requirement to comply with the Australian Privacy Principles, even if 

they would otherwise be exempt from the Privacy Act. For further information about 

these obligations, please go to http://www.oaic.gov.au or call 1300 363 992. 
 

 

2. Chapter 38 

 

Item 1 For subparagraph 38.2(3) 

 

Repeal the subparagraph, substitute:  

 

(3) the value of the security does not exceed $10,000; and 

 
 
3. Chapter 56 
 
Item 1 For subparagraph 56.8(1) and the Note following  

 

Repeal the paragraph and note, substitute: 

 

(1) ‘accredited agency’ means an agency approved by the Australian Crime 

Commission to access the National Police Checking Service;  

 

Note: In 2016, the list of accredited agencies as specified by the Australian Crime 

Commission was available on the Australian Crime Commission website 

(www.acic.gov.au). 

 

Item 2 For subparagraph 56.8(9)  

 

Repeal the paragraph, substitute: 

 

(9) ‘Australian Crime Commission’ means the agency which, in addition to its 

other functions, provides systems and services relating to national policing 

information, including the provision of nationally coordinated criminal history 

checks;  

 

Item 3 For subparagraph 56.8(18)  

 

Repeal the paragraph, substitute: 

 

(18) ‘National Police Checking Service Support System’ means the information 

database administered by the Australian Crime Commission which supports 

the process of national police history checking;  
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Item 4 For subparagraph 56.8(19)  

 

Repeal the paragraph, substitute: 

 

(19) ‘National Police History Check’ means a police history record check carried 

out by the Australian Crime Commission within Australia through the 

National Police Checking Service and provided to an accredited agency, 

which contains the information specified in subparagraph 1(b) of Part B of 

Schedules 1, 2 and 3 of Chapter 56;  

 

Item 5 For subparagraph 56.8(22)  

 

Repeal the paragraph, substitute: 

 

(22) ‘reference number’ means an identifier (including an Organisation 

Registration Number supplied by the Australian Crime Commission) 

allocated by an accredited agency to the National Police History Check 

request, which identifies the search results obtained by that agency from the 

National Police Checking Service Support System; 

  

Item 6 For Note 2 following Schedule 1, Part B, item 1(b)(vi)  

 

Repeal the note, substitute: 

 

Note 2:   A reporting entity intending to disclose a NPHC or information from it to 

AUSTRAC should ensure that it complies with any requirements of the 

Australian Crime Commission in regard to that disclosure. 

 

Item 7 For Note 2 following Schedule 2, Part B, item 1(b)(vi)  

 

Repeal the note, substitute: 

 

Note 2:   A reporting entity intending to disclose a NPHC or information from it to 

AUSTRAC should ensure that it complies with any requirements of the 

Australian Crime Commission in regard to that disclosure. 

 

Item 8 For Note 2 following Schedule 3, Part B, item 1(b)(vi)  

 

Repeal the note, substitute: 

 

Note 2:   A reporting entity intending to disclose a NPHC or information from it to 

AUSTRAC should ensure that it complies with any requirements of the 

Australian Crime Commission in regard to that disclosure. 

 

 

 

4. Chapter 60 
 

Item 1 For subparagraph 60.7(1) and the Note following  
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Repeal the paragraph and note, substitute: 

  

(1) ‘accredited agency’ means an agency approved by the Australian Crime 

Commission to access the National Police Checking Service;  

 

Note: In 2016, the list of accredited agencies as specified by the Australian Crime 

Commission was available on the Australian Crime Commission website 

(www.acic.gov.au). 

 

Item 2 For subparagraph 60.7(6)  

 

Repeal the paragraph, substitute: 

 

(6) ‘Australian Crime Commission’ means the agency which, in addition to its 

other functions, provides systems and services relating to national policing 

information, including the provision of nationally coordinated criminal 

history checks;  

 

Item 3 For subparagraph 60.7(13)  

 

Repeal the paragraph, substitute: 

 

(13) ‘National Police Checking Service Support System’ means the information 

database administered by the Australian Crime Commission which supports 

the process of national police history checking;  

 

Item 4 For subparagraph 60.7(14)  

 

Repeal the paragraph, substitute: 

 

(14) ‘National Police History Check’ means a police history record check carried 

out by the Australian Crime Commission within Australia through the 

National Police Checking Service and provided to an accredited agency, 

which contains the information specified in subparagraph 1(b) of Part B of 

Schedules 1, 2 and 3 of Chapter 56;  

 

Item 5 For subparagraph 60.7(17)  

 

Repeal the paragraph, substitute: 

 

(17) ‘reference number’ means an identifier (including an Organisation 

Registration Number supplied by the Australian Crime Commission) 

allocated by an accredited agency to the National Police History Check 

request, which identifies the search results obtained by that agency from the 

National Police Checking Service Support System; 

  

Item 6 For Note 2 following the Schedule, item 1(b)(vi)  

 

Repeal the note, substitute: 
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Note 2:  A reporting entity intending to disclose a NPHC or information from it to 

AUSTRAC should ensure that it complies with any requirements of the 

Australian Crime Commission in regard to that disclosure. 
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